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Abstract
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vendors and clients. It is argued that the findings have more general implications for the
management of offshore outsourcing of administrative functions.
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Control of Relational Risk in Offshore Accounting and

Finance Outsourcing: Case Evidence from UK and India

I ntroduction

Offshore outsourcing involves a relationship in efhioutside vendors in
another country are used, and in which the cliemmany has no direct ownership
(Stack and Downing, 2005). Accounting and finan&E)(offshore outsourcing is part
of a wider global outsourcing trend involving a garof activities including customer
care and human resources (e.g. payroll) outsourcintgrnational Data Corporation
(2004) predicts the worldwide AF outsourcing marketeach $47.6 billion in 2008.
Although other vendor countries are involved, Indienains the favoured destination
for offshore AF outsourcing AF (ATKearney, 2005)dia’s AF offshore outsourcing
industry is experiencing rapid growth. According todia’'s trade association
Nasscom, in 2005 outsourced AF revenues were $i.84d the sector employed
126,000 people. By 2008, revenue is predicted axhrebetween $2.5 and $3bn
(Nasscom, 2006).

The aim of this paper is to improve our understagdif relational risk in
offshore outsourcing arrangements that call forgllebal extension of control beyond
the boundaries of the firm and country. Relatioriak is the risk of a partner
engaging in opportunistic behaviour such as sutreps cheating, shirking and
reneging (Das and Teng, 2001 a,b; Williamson, 19Tpportunism, understood as
‘self interest with guile’, (Williamson, 1975) washosen as our focus as it
encompasses many of the concerns of potential asbutsourcing clients (Price

Waterhouse, 2005). When outsourcing to an offsheeador, the activity is



undertaken across time and distance in a diffezertiedded economic, institutional
and cultural context (Dacin et al 1999), accenhgathe potential for opportunism
and presenting additional managerial challengeshson et al, 2006, Sahay et al
2003). To date no study has focussed on the gkdian of AF outsourcing,
relational risk and control choices taking accafrémbeddedness.

The paper addresses three research questionsirgiugufestion iswhat are
the relational risks of offshore AF outsourcingltwia? Secondly, following prior
research (Das and Teng 2001a, 2001b; Eisenhar8t, g&hi 1979; Nicholson et al,
2006), we would expect relational risk to be mirsed with particular controls. Thus
this paper extends previous research on controffefore outsourcing (Nicholson et
al, 2006) by examinin@pow vendors and clients use controls to minimidatienal
risks across time and spacelhirdly, we are interested ihow embedded context
impacts on control global outsourcing relationships

The next section examines the literature on ratatiorisk, offshore
outsourcing, embeddedness and control. This isvield by a description of the
research methods. The forth section presents mséd@rawn from an empirical study
involving case studies of India based vendors akdbked clients outsourcing all or
part of the accounting function. The sample of &rincludes small and large vendor
and client firms engaging in outsourcing of bothnsactions and higher value
activities (e.g. management accounting). The filigtussion and conclusion sections

draw out implications for theory and practice.



Risk and offshor e outsourcing

Risk in strategic alliances is defined as the pbdlig and impact of
undesirable outcomes. In outsourcing arrangemasksis understood as potential for
poor performance of an outsourcing vendor (perfoiwearisk) or of potential
opportunism (relational risk) (Das and Teng, 200R9tential performance risks
include disasters of natural causation or as altre$uarmed conflict. At a more
operational level of analysis, sources of perforoeamisk could be related to
problematic communication between an India basedlmeand client located across
time zones and distance. Prior research pointslatively poor telecommunications
in India, cultural differences, accents and languagility coupled with time-zone
differences all of which accentuate communicatidfficdities. In addition, staff in
India may lack knowledge of a client’s businessliapgion, which may be difficult to
transfer (Nicholson et al, 2006; Sahay et al, 2@8kar and Sahay, 2004).

Relational risk, the focus of this paper, is ttek of a vendor or client not co-
operating in good faith; it embraces the probab#ihd consequences of not having
satisfactory co-operation in an outsourcing refeglop or in essence potential for
opportunism. Either vendor or client, or indeedhbitms may manifest opportunistic
behaviour such as cheating, shirking, distortiniprimation etc.. In this paper, we
focus mainly on the potential fovendor opportunism, for example, deliberate
shirking while claiming full payment and poachinfjeoclient’s proprietary business
processes. A vendor may renege on promises madenainencement and stop
investing in training of agents; or employ agent®ware not as qualified as the agents
they presented during negotiations. Another exanmplepportunistic behaviour is
“vendor hold-up” where vendors renegotiate congaafter clients have migrated

processes thus taking advantage of the difficiigy dlient would have in shifting its



processes to another vendor or bringing it backanse (Aron and Singh, 2005;
Aron et al, 2005).

Prior literature provides evidence of a heightenpadtential for vendor
opportunism when a client out sources offshore rolrdian vendor. This can be
understood at economic, institutional, and socgadels of analysis derived from
research into embeddedness (Dacin et al, 1999).etbromic context of high staff
attrition is a characteristic of the Indian offshooutsourcing industry. Industry
average turnover rates for transaction processesreported at around 30% per
annum and much higher in call centres (Rai, 200&)vement between firms is
commonplace and poaching by competitors is nore@li&hiamsiri et al, 2005).
Secondly, Indian legal institutions display manyntrasts with that of Europe and
USA. European firms are restricted by the Datadtain Directive of 1995 with
regard to what data can be transferred or storedumtries without equivalent rules
and enforcement procedures. Under the Safe Hadkgneement between the US and
Europe, US firms operating under the agreementgpletb protect data from
European partners in accordance with European ladia has no such regulations
and data protection and privacy is reliant on i@l contractual controls negotiated
between the client company and the Indian vendachson et al, 2006). Myriad
differences in formal and informal legal rules cdicgte attempts at contract
enforcement and conflict resolution through theidndcourts. Thirdly, research and
commentary on the Indian social context (Transparénternational, 2006; Varma,
2004) presents evidence of widespread corruptiogchdison and Sahay (2004)
describe the experiences of a small UK softwama fivith operations in Bangalore
who were surprised at having to pay bribes, ofedarred to as unofficial ‘felicitation

fees’, to obtain equipment through customs and Xpedite basic infrastructure



installation to their offices. Several high profdases have been reported in the global

public media of fraud and security breaches atamdiall centres (Ahmed, 2005).

Control

We adopt a behavioural definition of control aspeocess of regulation and
monitoring of individuals for the achievement ofanisational goals’ (Das and Teng,
2001a). Prior literature in this area identifietmain types of control: formal and
informal (Ouchi, 1979; Eisenhardt, 1985; Das anchgle2001a). Two further
categories of formal control have been identifiedsisting of outcome and behaviour
control. Outcome controlconsists of control of the final and interim oupwf a
process. Outcomes, goals and rewards are preededind stated in the contracts and
service level agreements negotiated between veattbrclient. Typical examples of
mechanisms of outcome control are key performamckcators to measure the
required performance of a vendor against actualom¢s Behaviour controconsists
of control of the process; the rules, procedures policies to monitor and reward
vendor staff. In offshore outsourcing, typical exd®es of behaviour controls may
include codes of practice, rules and regulationsn-aisclosure agreements;
observation using seconded client staff or perioglieetings and/or phone calls.
Informal or social controlsare concerned with propagating organisational sprm
values, and culture to encourage desirable behavitisenhardt (1985) defines this
form of control as “clan control” and in contrasitlwformal control it involves no
attempt to specify behaviour or outcome at the.st@oal setting is decentralised and
evolves through socialisation and consensus bgjldaiowing members to develop

shared views and objectives thus influencing behaviSocialisation and consensus



building of shared views serve to regulate behaviand commitment to the
organisation thus reducing potential for opportomis

Choice of control depends on the attributes ofttaesaction and the potential for
measurement of the outputs and monitoring of beha\Das and Teng, 2001a; Aron
and Singh, 2005). Das and Teng (2001a) attemphlorisk and control and posit
that relational risk will be reduced more effeclivby behaviour control than output
control. This is because relational risk is conedrwith surreptitious or underhanded
vendor actions that cannot be detected by exaromati outputs but explicit clauses
and other ex post deterrents may regulate condsotial control would be
appropriate for reducing relational risk where hédar control is difficult to impose.
This is because of the difficulty some activitiegents in predefining outcomes,
imposing codes of practice or where surveillance ioa regarded as deleterious to
performance. Other authors such as Aron and S2@b5) and Aron et al (2005) also
focus on the characteristics of the transactiomtnimise risk. Chunkificationis
concerned with dividing any business process umdasideration for outsourcing
into separate component activities or chunks thatlee outsourced in a manner that
reduces the risk relative to that of outsourcirgyehtire process (Aron et al, 2005:38).
Vertical chunkification describes which activitiesll be allocated to the client and
vendor or multiple vendors. Horizontal chunkificati describes what portion or
fraction of an activity will be allocated to clieabhd vendor(s).

Research into embededdness does not attempt th e@ttrols with risk types or
to reduce risk by redesigning the tasks. Insteadrtiportance of context in control
design is emphasized. Elharidy (2005) argues tratagement control systems in
globalised outsourcing relationships are embeddiglinva web of interactions that

are influenced by the surrounding local environm@iten control is stretched across



time and space, Elharidy argues for the effectsaftext on management control
systems at economic, institutional and social kel analysis. For instance, at the
institutional level, an environment with relativalyeak, slow or corrupt legal system
explains the tendency towards social control ofsouicing relations, as contract
enforcement is highly problematic.

The theoretical frame is thus comprised of retalorisks and two separate
perspectives on risk reduction drawing on traneaddittributes linked to control (Das
and Teng 2001a, Aron and Singh 2005, Aron et ab@8d secondly acknowledging
that offshore outsourcing involves multiple embeatidentexts which impact control

choice and effectiveness (Dacin et al 1999).

M ethodology

The research approach for this study is intensage cstudy (Walsham, 1995; Yin,
2002) and data collection was carried out betwe¥I1 Aand 2002 and between 2005
and 2006 in client and vendor organisations indlgere case studies all of whom
have some outsourced work undertaken in Indiangssing centres. The resulting
case studies are used to illustrate how risks dtgated in offshore outsourcing
cases of different size, and types of accountirntgaurced. We have chosen to focus
on vendors with India centres as India is curremtigely regarded as the most
attractive location for offshore outsourcing anddgarded as the leading country in
terms of its volume of offshore accounting and fficea work undertaken for foreign
clients (Nasscom, 2006; ATKearney, 2005). Pseudsngre used since access was

granted on condition of anonymity.



Case Description

The cases are identified as A, B and C. Each casemprised of vendor — client
couplets thus the sample contains vendor A, B ariciked with the corresponding
client. The cases were chosen because of the gvasan size of the client and vendor
firms, numbers of transactions and scope of acoogiictivities outsourced. Case A
is one of the largest examples in the world of lwdfe accounting outsourcing in
terms of firm sizes and volumes of outsourced tatigns. Client A is a global
chemical company with headquarters in Europe. Hoahas well-established
operations in North and South America, AustraligdAand Africa. Client A’s
turnover in 2005 amounted to over $20 billion. @utly, the Accounting and Finance
(AF) department in Client A employs over 4,000 deopF operations across Europe
are outsourced to several European hub centreshaneafter to India. Vendor A is
one of the largest global accounting outsourcingees with global centres including
its centre in India. Revenue turnover in 2005 waer $200 billion with over 90,000
employees. The AF services being outsourced fromnCIA to Vendor A and
undertaken in India now include cash and bankiagpmciliation of account payable
to general ledger, fixed assets, and accounts f@Eyslch as the processing of
invoices and vendor set up.

Case B has many similarities with Case A in thahlare in third party non-
equity outsourcing arrangements and have a prapodf India based processing.
Client B outsource a smaller number of transactlmsa wider scope of accounting
activity than Client A. Client B outsource almo$8©® of its accounting function while
Client A only outsource transactional processingkw€lient B by the end of 2004
employed 17,000 staff. In 2003 and 2004, Clientds struggling to manage debt and

the resulting financial restructure plan includextccutting and outsourcing of AF
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activities. In 2004, Client B engaged in a compeditendering process to choose an
AF outsourcing vendor. Vendor B was short listed amon the contract. Vendor B
has regional coverage (USA, Europe, and Asia) aamsl deveral offshore centres
particularly in India. Its group overall revenue 2005 was ove£300 million and
over 6,000 employees of which 3000 are based inaln@lient B outsources
transactional processing, accounts payable, aceoaoneivable, payroll, and business
expenses, as well as financial reporting.

Case C is of a relatively small chartered accogrifimm in England (Client C)
and their relationship with a localised provideeming from Bangalore (Vendor C).
The case is much smaller in terms of scale andestimgn that in either Case A or
Case B. In 2006, Client C had an approximate rexe¢arnover of £600,000, and ten
employees, three of whom are part-time. The detigyooutsource to Vendor C was
taken in April 2005. Vendor C was established imreary 2002 and has a small
operation centre in Chennai employing 30 staff wilkenues commensurate with

Client C.

Data Collection

Data has been gathered using multiple semi stredttimterviews involving 52
hours of interviews with 35 individuals includingauntants and senior managers at
the three companies located in the England, VeAdoiEuropean hub and the three
vendor's India centres. Data was also gathered fiotarviews and informal
discussions with accounting and finance outsour@rpgerts (consultants, lawyers
etc) in the UK and India. The interviews were tapednscribed, and summarised.
We took notes in interviews that were not taped. dlite not have predetermined

interview protocols but sets of issues to discugh the respondents drawn from the
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theoretical framework discussed in the previougisecThese issues changed over
time. In the initial set of interviews with all #e cases, we focused on developing a
historical reconstruction of events prior to tharsof the study. Subsequent meetings
focused on understanding ongoing challenges relataxntrol of risks. Secondary
information was gathered from corporate web sitesiaternal publications including
press releases and related trade data. In betweeninterviews, we had the
opportunity to observe the office layout, how peopborked together, and the kind of
activities that took place in the course of normnaryday work. These observations
were interspersed with informal conversations wHilgving a coffee break for
instance. Research diaries are maintained to regordinterpretations during the

course of the inquiry.

Data Analysis

Data analysis was undertaken by identifying issumsrpretations and themes
through a process of multiple individual readingstloe transcripts followed by
intensive periods of discussions between the rekees. These discussions were
supported by our reading of relevant literaturejclwhwe attempted to relate to the
case data using data displays (Miles and Huberi@®v). We prepared a report in
which we summarised our findings in relation to theoretical framework and made
some suggestions for action. This report enrichedstibsequent analysis, verified our
interpretations with case respondents and faa&likatliscussion and comments
between the authors, colleagues in our respecthreersities and other industry

stakeholders.
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Findings

This section first considers the relational risksthe categories of poaching,
fraud, renegotiation and reneging in offshore outsing. We then describe the
control modes used in each of the cases. Subséyjurerithe discussion section we

reflect on the choice of control and importancemibeddedness.

Relational Risk :Poaching
Actors in all three cases (vendor and client) pregk views on the potential for
poaching of processes and of staff. A manager imdde A highlighted the

possibilities of using Client A’s systems or praaes for promoting to new clients:

‘If the next big chemical company comes to us therwill be able to say well actually we do this for
Shell, we do this for Client A, it may well be yeant something similar.’” — Service Manager, Vendor

A

In Case B, there were instances where documersooesses would be shared and

subsequently used by vendor or client:

“There are times when they (Client B) have takemr @ocumentation and would use the
documentation. For instance, they have a projeitiation document and they have tended to use that
in their own projects now. All our procedures acdmented and they’re all in our project library’
Operation Manager, Vendor B

However, the poaching of documents and processesatain the main, regarded as
opportunistic behaviour by either party and the agluing’ was tolerated and
considered quite unimportant. Moreover, it was rdgd by some interviewees as
essential sharing and part of the elements, whimhsttuted their ‘partnership’
approach to outsourcing, embodied in the contrdeteigh not formally stated.

Opportunistic poaching of staff by competitors taffsleaving without observing

13



employment contracts was common. Several venderviewvees across the cases
confirmed the industry average attrition level 8%3to 40%. The risk was perceived

by clients in relation to providing resource toitl@mpetitors:

‘We don’t want to be the training resource for duture competitors but it happens and we have to
make sure Vendor A are managing their staff soweadon’t have an enormously high staff turnover’

— Contract Manager, Client A

From the vantage point of Indian vendors, there wasgrong perception that their
experienced staff move or are poached by compeiitopart as a result of the nature
of outsourced work. We were told by a Finance Doeof Vendor B in India that
‘routine transactional jobs if given to qualifiedcauntants will lead to boredom and
their expectations will increase, because of theaotmnous work’. Taken together,
limited career development and monotonous work rdmries to vendor staff
dissatisfaction and frustration, thus encouragiregrt to seek better job offers.
Opportunistic poaching was seen to take place withients’ own firms exploiting
the previously established offshore outsourcingti@hship. In an interview with a
consultant in India we were told of how a UK bagedlified accountant who was an
employee of a small UK chartered firm outsourcitsgdlient work to an Indian firm
had acted opportunistically by resigning and sgttup a new business. The
relationship with the offshore outsourcing firm thied to this new firm enabling the
now ex-employee to poach her ex-employer’s custeméhout employing any new
staff or setting up large office infrastructure .e@learly, outsourcing increases a
client firm’s vulnerability to such opportunisticteon as the role of the chartered
accounting firm is as intermediary and it was seniolr the Indian vendor back office
to switch. Potential for this act of opportunigbcaching was not covered within the
original contract and we were told it would be pewbatic for legal action to be taken

in the Indian courts over the vendor’s complicioperation with the new firm.
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Perceptions of fraud in India

There were common perceptions across the casdseqgpotential for fraud in India.
European managers and Indian vendors alike couldse® why India presents a
greater threat of fraud than elsewhere contradjatmich of the prior evidence of the

propensity for corruption in India. A contract nager in Client A argued:

‘The need for a job in India is far stronger thdretneed for a job in UK and therefore the temptatio
to break the law and risk job is lesser. The devielp country context makes no difference to pesple’
honesty and integrity.’

Similarly, the view of an operation manager in Ven®, India concurred with the

contract manager:

I don’t think the risk will be any greater sinceware dealing with people, you are susceptibleaod

in India, and you are susceptible to fraud in UKamywhere. — Operation Manager, Vendor B, India

The director of Client C perceived that the proses®f accounts in India actually
diminished the potential for breaches of clientfatentiality. This company’s local
environment is a relatively small town describedaa'slosed community’ and UK
based staff were given explicit instructions tover& disclosure of client business

affairs outside of the office environment. Thee@li C director perceived that:

‘The very fact that the people doing the transawlowork are 5,000 miles away, | think is a biteof
benefit for confidentiality’.

A contrasting perception was given by an interviewath a consultant who although
felt that potential for fraud was no greater tharJK or USA told us of potential for

extortion. We were told that some client’'s accaugtpractices when outsourced
offshore were considered “dubious” by Indian s&f€h as spurious attempts to claim

tax relief on inappropriate expenditure. Theseaeoidances if detected by staff in an
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Indian outsourcing centre present the risk that ¢li€nts could be blackmailed by

India based vendor staff.

Renegotiation and reneging on promises
Certain tensions around renegotiation and vendta-ino were mentioned in

both of the larger client firms in the sample. Ajpct manager in vendor A explains :

‘The accounts had been outsourced for several yeaGlient A no longer has knowledge of

what accounting is required’.

Thus, Client A at one level appears to have beaoepl in a position of vulnerability
to opportunistic renegotiation. However, the reriegion risk is shared by the vendor
as they face considerable risk of underestimatiegcomplexity of work required on
client processes when outsourced and the potdntiailient refusal to renegotiate.
Vendor B exemplified this when they accepted preesswhich were outsourced in a
crisis, much of which was considered to be ‘broken’

The main thrust of comment on potential for oppoidtic reneging came
from Client C who were disappointed that certaionpises had not been met by their
vendor. Vendor controls that had been promisecevnert realised and Client C'’s

director told us:
‘We were told specific things, a file will receitv@o reviews from a chartered and we’re not
seeing the evidence of that, we're picking up giiprs that if there had been any review at
all, would have picked up on. We are having to @wenthan we were told we’d have to do,
it's requiring a lot more of my internal review tnhere, which is expensive, very expensive
for us to do.’

Secondly, it emerged that promises concerning Vedpersonnel associated with

the Client C account were not being fulfilled:

‘We were promised consistency of personnel, thatvaugld get two possibly three dedicated

individuals, and we’ve not seen that, we've had anpl& of ten different people work on our

16



files...We were told that we would have CVs put actoaus, and that we would be able to
choose the individual personnel. We were also tiwdd once those people had been selected,
we would have one of them come over here and sgjged weeks with us, to get a full

cultural understanding of what it is that we do...Director, Client C

These episodes had caused a regression in thiemslap shown in the reluctance of
the Client C’s director to act as advocate of Venddo prospective users, a role he

had previously enthusiastically fulfilled.

Control Responses

A range of controls were adopted across the casesrimise the relational
risk. In the sections to follow, we consider ea€the control types identified in the
theoretical frame above drawing on the categoriesveld from Das and Teng
(2001a), Ouchi (1979) and Eisenhardt (1985). Wevide some analysis of the

effectiveness of these controls in minimising rielal risk.

Output Control

Output controls at Client A consisted of the timiofjkey outputs: payroll
dates, year end etc. Secondly, the evaluation efdaitputs consisted mainly of
contractual key performance indicators (KPI), whiohCase B were sanctioned by
service credits. This credit is the amount payabléhe client if the vendor fails to
meet the service requirement. The service crediegotiable depending on vendor’'s
explanation of why they could not meet the KPI. loer, KPI figures themselves
were perceived as limited in providing contextuatadand also were not considered
to present the ‘true’ picture of the vendor's pemance. The objectivity of KPI
information as a mechanism for detection of oppusim is brought into question

when considering the potential for misinformatioonh vendors:

17



‘I could look at what | do and | could come to ttenclusion that actually what | needed to do
was to deliberately fail Y in order to achieve Xee though for you as a client that is not the
smartest thing that you want me to do. | could tea situation that says, I'm fine, | did
exactly what you asked me to do, but over herehave disaster.” — Client Director, Vendor

B

This evidence from the case causes us to concur@as and Teng (2001a)
that output controls are very limited in aiding tdetection and prevention of

opportunism in outsourcing relations.

Behaviour Control

All three of the major case studies had in plackaki®ur controls in the
contract and service level agreement focussing pecifying desired vendor
behaviour, enabling client surveillance; informatiand communication systems,
controlling attrition and implementation of standisr The first element of specifying
behaviour was set out in the contract. Data primtecind confidentiality agreements
based on UK law were incorporated in all three sasehe contract at Vendor C also

promised not to employ external staff or subcontra@rotect confidentiality:

‘We enter into an agreement in terms of confiddityiand non-disclosure. We don't allow
part timers to work with us, anybody who is withisighe full time employee of the company.

We don’t employ temporary employees and we dohttantract work—Director Vendor C

Secondly, the reporting structure provides rolecgations to facilitate the process
of client supervision and monitoring of vendor bébar at a distance. This control is
both by the client and on behalf of the client. Egample, the Finance Manager of
Vendor B in India is required to report performaacel associated issues to the Client
Director of Vendor B in UK. Any communication beterethe contract manager of
Client B and Vendor B in India is made transpaterthe Client Director of Vendor B

in UK. In addition, Vendor B is contractually obdid to produce a monthly service

18



performance report for Client B. The almost constanmmunications between Client
C and Vendor C using MSN chat messenger enablekitigeon progress together
with an online web based “dashboard” enabling thesgntation of key metrics
updated several times during a day.

Control over high attrition levels in the Indiantext was perceived by the
clients in the sample as a vendor related taskddientry to address this in different
ways. Career growth includes moving staff into retent tasks, processes, or service

lines:

‘They’ve been given a change not only in terms @fing to a new client, which means new
exposure, and also may be an opportunity to tragethe UK, because every travelling
experience is an experience. We are also tryinméoe people within the processes, within

the same client or to a different service line Finance Director, Vendor B, India

However, this rotation of staff and duties to cohtttrition had some unexpected
consequences. Vendor A staff in India have oveetbuilt up knowledge of the
unwritten rules or tacit nature of the outsourcesktor process. Client A produced a
list of key words used on invoices for India bastdf but many additional words and
phrases were required and a full lexicon was neeseloped and transferred. This
was because the list would require constant upglaimd some aspects were tacitly
understood by the Client A’s employees. Staff havearn “on the job” on a ‘case by
case’ basis from peers. A change of staff membeuth rotation or attrition would
reduce the efficiency of the process, add to eramd thus increase the amount of
processing and supervision time necessary.

Another attempt to control attrition presents empls with a structured
career path. In the Vendor B India centre, theeetlree levels of employees known

as bands. The India based Finance Director told us:
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‘| tell them that you should really challenge ydaam leaders, your managers so that you vie

for that position’.

Once again, this presented a tension as staff kréighly qualified often to
postgraduate level and a route to promotion cabeogranted to all so there is an
inevitable attrition.

Vendor B emphasises the use of an exit policy regyia notice period in order to
overcome the issues of staff poaching by other eones. However, this informally
agreed practice between established firms in thal loluster is increasingly being
ignored by new firms moving into Bangalore and @eafe to recruit staff to set up
their operations. Vendor B is working with Indissftware and IT-enabled services
industry body NASSCOM, on an agreement to preveathing of experienced staff.
However, it is unclear if any serious sanctions lsarimposed by Nasscom beyond a
voluntary code. Vendor B also tries to control goag of staff through various
training incentive schemes as there is an expeatainong potential new recruits for
training and they will use this as criteria in asseg competing job offers. Other
behaviour controls focussed on strict codes of aondegarding Vendor C staff

contacting the clients of Client C. We were toldabgenior manager of Vendor C:

‘We have written in contract of employment in Indiaat if any member staff ever calls
another client, or client’s client, they will loseeir job by the time they put the phone down....
If you do it, you lost your job, we will sue younefe is no way you can prevent people, you
can't prevent people from doing things, the thirmg yan do is to make them aware of the
legal consequences.’ — Director, Vendor C

Policies prohibiting non-business email and onlideat are also in place in
employment contracts. In addition, the traceabibfybookkeepers on each job is
recorded so in the event of any misdemeanour sh@rcould be traced. In Case A,

there is an exclusive agreement allowing Vendoo Aring other clients to the India
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centre but they cannot poach key nominated st#fis Teduces the potential for the
vendor moving inexperienced staff onto the acceunat also guards against potential
for fraud. Trusted staff working on areas wheraidraould take place would not be
rotated or replaced by unknown personnel possibith wriminal convictions. In
addition, Client A is involved in the recruitmerftv@ndor staff and can ask Vendor A
to remove any person working on their account. Werewtold by one of the
interviewees in Vendor B, India that their hiringlipy strictly depends on reference
checks such as checking the records, checking theviops employer’s
recommendation, and checking on a published bkiclidroduced by the trade
association Nasscom.

Physical and systems security are part of behaaiotwontrol elements to
reduce fraud risk. In Case B, ID cards and secugitgrds control entry to the
buildings and internal office areas. The site ftselfenced and guarded by security
personnel. Control over computer systems is godkeroe independent IDs and
passwords. These are in accordance with BS 7799%l@me of information
security. At Vendor C, physical security controte énstalled including the removal
of CD writer drives from computers and complete ogai of floppy drives and USB
ports. We also observed the physical and systemsigein Vendor A centres. These
include the use of security cameras, mobile phateation, and a clean desk policy.
The security camera monitors the activity of thememembers, while mobile phone
detection prevents use of mobile phone and cam€taan desk policy requires desks
to be cleared when not attended. There are aldersysecurities such as creation,
validation and maintenance of ID, firewall and antus system, which is reviewed

and reported to Client A.
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Auditing is also part of the behavioural controlahanisms used to mitigate

the risk of fraud. For example, Client B requiresndor B to be audited:

We are audited by our clients, internally and em#dly, as if we were apart of their business.
Ernst and Young and Deloitte Touche have been artvene. We do get audited in India, but

so far it has not increased costs. — Director, \tarigl

There is also Sarbanes Oxley audit of the procedscantrols in India in the case of
Vendor A. An internal control manual lists out thentrol that Vendor A has on

Client A’s processes and provides guidance on laskstshould be completed.

Social control

‘Bridge’ actors — Client B’s contract manager was an important ator
facilitating social control. She inculcated a semsemutually shared objectives,
solved communication and cultural issues betweemoeand client. This was done
by taking frequent trips to India, networking wiihdian staff, informal socialising
and making regular phone calls to the India anddit&s of the vendor. This actor
was keen to work proactively and participate alatgshe vendor staff in identifying
and working towards process improvements, whichhinigquire vendor or client to
make changes. Over time, Client B’s contract manageame perceived as an ally
by Vendor B’s staff since her political influencéthvClient’'s B senior management
enabled explanation of Vendor B’s difficulties rerimmy any suspicion they may have
of Vendor B’s opportunism. Several quotes fromvteador staff give impressions of

this actor:

‘She comes here and looks at the service delivibigy,metrics, and any areas that need
improvement.’ — Team Leader, Vendor B, India

‘Typically, she will come here saying that, yessthare the issues UK people feel they are
facing with India. We will give sufficient answéos that. We will also give her list of issues,

which we are facing there.” — Finance Director,nder B, India
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She (the contract manager) is trying to highlighe wweaknesses in their (Client B) business
that are causing us problems so if we could do slimg quicker and better, whether it's
Client B are holding us up, then she’s preparedake that back — Operation Manager,

Vendor B, UK

In Case C, the bridge actors were known as acdmmdlers. We met three of
the account handlers during our visit. We were citriby their excellent
communication skills. Although Alice is Indian irpgearance she is of part British
parentage. Her mother tongue is English and isesp@kthout accent and as a result
builds a strong rapport and is much liked by UKduhslients. We were told of how
clients had made special visits to see her.

A further example of bridge actors facilitating Edccontrol was in Case A,
where Client A seconded a key staff member to VerBichub in Europe. The
seconded person was actually involved in a marageosition for a period of several
years and during that time was responsible for iaeyes raised by Client A and

Vendor B. The Client A’s contract manager explains

‘She is important to Vendor B because she gave themguality, the knowledge, and the
experience of how things work within. The fact thla¢ knows each person in Client A from
history allows her to deal with him or her effeetix. — Contract Manager, Client A

The effect of the permanent presence of this perstime vendor’s centre in a senior
management position was to provide impetus forngaship. This actor actively
assisted Vendor B in sharing knowledge, overcorsimgflict and at times defending
the vendor against her employers. An importaniifator of social control was the
contract. The Client B contract manager interpreteel open book contract as

ensuring complete access to all accounting promgts®urced to Vendor B:

If I want to know anything, | can see or ask for..itwe cannot be distanced from the
outsourcers ... | see it as an extension of CIEstaccounting dept.” — Contract Manager,

Client B
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This contract facilitated the access to enableas@antrol as discussed earlier. The
contract also provides guidance on the cost ofieesyand how to share the savings.
This dynamic attention to pricing and gain-shanpossibilities mitigates the risk of

vendor hold-up.

Discussion
Relational Risk of offshore AF outsourcing

Prior literature (Ahmed, 2005, Transparency Intéomal, 2006; Varma,
2004) suggests the importance of social embeddsdpeinting to increased
propensity for corruption in India. However, oundings from respondents across the
cases generally considered that India presenteightened risks than elsewhere and
may even benefit confidentiality. Nevertheless, fmend potential for poaching of
processes and documents in Case B, however thes stasvs that opportunistic
poaching as portrayed in the control literaturedsuniversally detrimental to alliance
performance and in some circumstances such shamag demonstrate mutual
openness and lead to beneficial consistency. e &sboth vendor and client
tolerated poaching of processes and both sides seme to engage in this practice
quite freely. Interestingly, some interviewees rdgd ‘poaching’ of this nature as
essential sharing and one of the informal contretihanisms facilitating partnership
in the outsourcing relationship. We thus contritauteadditional facet of opportunistic
poaching and mechanisms of social control to estadd control literature.

The practice of offshore outsourcing of accountiaugd other processes

introduces new risks for clients of offshore versddfor instance, we show how

24



existing employed staff in a client's firm chose &ot opportunistically taking

advantage of offshore outsourcing outside of thents embedded institutional

setting. After setting up a new company, the exleyge was able to take advantage
of the India setting of the vendor who enabledéneemployers clients to be poached
without legal redress in UK courts or from the UKactered accounting institutes.
Other aspects of institutional embeddedness ard¢inpet when accounts are
processed in India. The jurisdiction of UK policidges not easily extend to India in

the event of extortion.

Control Used to Minimise Relational Risk across Time and Distance

Prior research (Aron et al, 2005; Das and Tenglap@osits that relational risk may
be effectively controlled by social control or/abdhavioural control. The findings
cast further doubt on the effectiveness of oututrols in relation to relational risk
and we thus concur with Das and Teng (2001a). Wedathat output control is
limited as a mechanism for detection of opportunisehaviour.

Behaviour control to overcome risk of fraud inclddeontractual clauses for
data protection and confidentiality designed to roeme the lack of legal
enforcement mechanisms. The use of web basedbdasii’ showing key metrics;
policies prohibiting non-business email, use of iH@phones and online chat and
measures for physical and systems security; agdétimd standards demonstrate how
behaviour controls may be stretched across botle @nd space extending the
assumption of proximity implied by the theoreticaintrol literature to outsourcing
relationships within different embedded contextag@xnd Teng, 2001a; Eisenhardt,

1985, Ouchi, 1979).
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The findings of case B, where social control wagesively used, cause us to
concur with Das and Teng (2001) that social contr@y be used to control
opportunism. In this case, activities where socmtrol was focussed were of an
unstructured nature where output and behaviourclowere not easily implemented
thus causing us to concur with control choice basedransaction characteristics
(Aron and Singh 2005). The contract manager abtchBedid not use social control for
highly structured activities such as payroll wheogput control was the main control
mode. However, it is easy to see considerabledersinerging in case A where the
client outsources only transactions contributinghi® spectre of high staff attrition in
India. This case exposes a limitation of isolatedisions to reduce risk focussing on
the characteristics of the transaction in isolatainembedded context (Aron and
Singh 2005, Aron et al, 2005). This literature asss outsourcing to take place in a
homogenous environment (i.e. within the same emddrbntext) and takes no
account of the embedded economic, institutional social differences in context
between UK and India. Case A demonstrates thatl#oesion on what activities a
client outsources to a vendor has impact on thelle¥ attrition a vendor may
experience and the concomitant effects on the tcireterms of loss of trained staff.
The level of educational attainment for vendor fstaffoss all three cases was to at
least bachelor's level and in many cases to podtgite. Such staff are mobile
between the many firms locating in the major Indidusters around Delhi, Chennai,
Mumbai and Bangalore. Clearly, the attributes of tinansaction itself are not
sufficient to decide management control strategghasmpact on the highly qualified
India based staff of outsourcing only mundane @atiens is to cause them little
enduring job satisfaction, noted as important bynird (1991) among others, and

to act as an incentive for vendor staff to leavettoer client accounts or to another
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competing vendor. The unexpected consequence ofiéltentextualised decision
based on transaction attributes alone thus presantsew set of risks and
consequences to be controlled by both client andae

Our findings show the importance of bridge actorsl secondments in
facilitating social control in global outsourcingrass country boundaries. The role of
bridge actors and secondments within the aegis ojpan book contract allowed both
clients and vendors to develop a consensus andathusihared objectives acting as a
deterrent against either client or vendor oppostemi These actions of bridge actors
in various ways were able to inculcate consensuddibg, shared views and
behaviour; common values and atmosphere of soati@is presented by Eisenhardt
(1985) and Das and Teng (2001a). However, implicitthese theories is an
assumption of co location within a homogenous @mwitent as opposed to the
globalised nature of offshore outsourcing. Thusoatribution of this paper is to
extending this prior work to encompass additiormhplexities of global outsourcing
relationships across multiple embedded contextdurther example of the impact of
embeddedness on control was shown in Case C, vidwgheclient and vendor are
small firms with limited resources. Client C experied several instances of reneging
on promises by the vendor, which can be explaineddndor C facing difficulties in
managing high staff attrition levels and in fulfifj expansion plans in India. The
problems may be explained by the economic embeddsdaf the Indian offshore
accounting milieu which is characterised by higtritadn. There has been a steep
increase in the volume of work from Client C antiest UK chartered accounting
firms that have outsourced offshore to Vendor Q. ffl@m Vendor C being able to

choose from a massive labour pool as they expettieg,are a small firm competing
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for staff with large multinationals, and this preainent thwarts easy expansion and

retention.

Conclusion

We have examined three cases of AF offshore outsmurand present the
relational risks and controls adopted by vendoxs @ients. This paper enhances our
understanding of the globalisation of AF outsouggimelational risk and control
choices taking into account the impact of contextontrol. Theoretically, this study
enriches prior theoretical and empirical studieag@nd Teng 2001a,b; Eisenhardt,
1985; Nicholson et al, 2006, Ouchi, 1979) on relai risk by providing evidence
from outsourcing relationships situated across tiamel space and in different
embedded economic, institutional and social coste¥e thus extend established
theory on control and relational risk into outsooge in global domains. This
embeddedness emphasis enriches Das and Teng (200kheayv firms may bridge the
embedded economic and institutional differenceso@ated with limited data
protection and attrition. Additionally, this studgontributes to an improved
understanding of embeddedness (Dacin et al,1999handomain of risk and the
impact of context on control.

The practical contribution of this paper is to dtéeunderstanding of the
paradox facing many firms contemplating offshordsourcing that offshoring to
India: provision of cheap labour but problems ofe@oming high attrition and
limited legal protection. We unpack and illustréte risks and controls taking into
account economic, institutional and social embeddssl in control design which is a

practical strategy managers could adopt.
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A limitation of this study was that we focus onlg the relational risks and
thus future work in the area could be orienteddadgrmance risks and examining the
controls and influence of embeddedness. Secondtpuch only briefly on the issue
of size. Small firms are increasingly ‘born gldbahd contemplate outsourcing
offshore early in their evolution. However, thegdgparticular problems in relation to

resources and future research could thus focukisissue.
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