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Abstract 
Research Question: Our study examines the development of a reliable internal audit plan in 
the Greek public hospitals, focusing on how to identify, assess and evaluate the relevant risks 
by the Boards of Directors. 

Data: We use an exceptional database drawing information from a large sample of Greek 
hospitals based on a structured questionnaire for the period from September 1, 2015 to March 
31, 2017. 

Tools: As our primary source of data we conduct interviews with CAEs of Greek hospitals’, 
while secondary data sources come from corporate governance codes, COSO framework for 
ERM, Greek corporate governance laws, regulations, best practices and published articles. 

Findings: Taking into account the financial crisis of the last ten years in Greece as well as 
the pathogenesis of the healthcare system, we note the poorly organized risk management in 
Greek hospitals. The results show that the financial crisis had a direct impact on the way risk 
management of public hospitals operates. Furthermore, we observe denial of the application 
and implementation in the form of formal guidelines to the members of the hospitals’ Board 
of Directors. 

Contribution: Research findings can have a catalytic effect on hospital management and 
those who implement public policies. 
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1. Introduction 
 
In the light of the stifling financial framework, firms and public institutions such as 
public hospitals must ensure their effectiveness and sustainability (Etges et al., 
2019). However, the public sector is threatened by many risks leading to loss in 
functionality. Adopting the best risk management practices can lead to the reduction 
of problems through more efficient use of human, financial and technological 
resources. The concept of risk can vary from company to company, both in the 
likelihood of something good happening and in the threat of something unfavorable 
or negative happening. Successful companies do not avoid or transfer the necessary 
risks for the rating, but formulate their strategy based on these (COSO ERM, 2004). 
 
Effective Hospital Risk Management (HRM) requires excellent knowledge of the 
environment in which they operate (e.g., competition, regulations, etc.). Practically 
speaking about the HRM, according to modern theories, it is the responsibility of the 
Board of Directors (or the Management Board). The main responsibility of hospital 
management is to identify significant activities (actions), operations (processes) and 
processes (procedures) related to the risks that are identified and classified according 
to the impact and probability, of occurrence and take appropriate measures to address 
them, overthrow them and exploit them (e.g. informal economy, corruption, staffing 
etc). According to the COSO Enterprise Risk Management Methodology (ERM), 
risks must be identified after identifying and linking the objectives of each 
organization. To provide integrated risk management through an integrated 
approach, the risks that characterize the whole body (entity level), address, function 
or service (division), hospital unit level should be taken into account. Risk 
classification, includes four main categories: strategic risks, operational risks, risk of 
reliability of financial and other reports and risks of compliance with laws and other 
regulations and policies - procedures. 
 
In this study, we address the main threats to the hospital, as well as some of the most 
important methodologies. In addition, different hospital risk categories and risk 
classifications can be used to identify best practices with different hospital 
adaptations. The results of the current research can improve the current state of the 
health care system in Greece, while we used a representative sample of hospitals in 
order to identify, evaluate, measure and manage risks. Particularly, our findings 
show the increased need for an integrated approach to business risk management in 
Greek hospitals. It seems that ERM practices are not widely used in Greek hospitals 
and many hospitals must take into account the consequences of these risks, 
something we also find in many firms, Recognizing, understanding the degree of 
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impact, communicating information, and avoiding or mitigating risk at manageable 
tolerable levels are key steps that every entity must follow in managing risk (Luko, 
2013) 
 
Our study is the first that examines the ERM system in Greek hospitals and provides 
early results, specifically, aiming to face this research gap in the literature. 
Practitioners and policymakers could benefit from the study, as the authors highlight 
the key issues concerning enterprise risk management in Greek hospitals. The rest 
of the paper unfolds as follows. Section 2 outlines a literature review, so we can have 
a clear picture generally on enterprise risk management. Section 3 discusses the 
identification, evaluation and risk management in Greek hospitals. Section 4 reports 
the data and the methodology. In Section 5, it reports the empirical findings. Finally, 
section 6 reports the conclusion and the future research. 

 
2. Literature review  
 
Enterprise risk management (ERM) is recognized as an expectation of good 
management and corporate governance with the aim of improving organizational 
performance. Several studies analyzed the ERM system in different geographical 
areas. However, to the best of our knowledge, this paper is the first study that 
examines empirically the enterprise risk management in Greek Hospitals. Given the 
wide extent of the relative literature, we select to present only a few, despite our 
extensive research that we undertake in order to ensure the originality of the study, 
we discuss generally the literature of enterprise risk management over the period 
from 2015 to 2021.  
 
We distinguish four main topics regarding enterprise risk management so far, that is, 
the determinants of ERM implementation (Sax & Andersen, 2019; Lechner & 
Gatzert, 2018; Berry-Stolzle & Xu, 2018; Farrell & Gallagher, 2015; Brustbauer, 
2016; Bohnert et al., 2019; Lundqvist et al., 2015; Khan et al., 2016; Pérez-Cornejo 
et al., 2019), effects of ERM adoption (Florio & Leoni, 2017;  Lechner & Gatzert, 
2018; Silva et al., 2019; Farrell & Gallagher, 2015; Karanja, 2017; Annamalah et 
al., 2018; Zou et al., 2019; Wang et al., 2018; Grace et al., 2015; Berry‐Stölzle & 
Xu, 2018), ERM maturity (Farrell & Gallagher, 2015; Oliva, 2016; Callahan & 
Soileau, 2017) and ERM strategies (Sax & Andersen, 2019; Cohen et al., 2017). In 
particular, several studies highlight four determinants that play a significant role in 
the ERM implementation which are financial leverage, firm size, business 
diversification and corporate governance characteristics. The ERM implementations 
require financial resources and it is easier for firms with lower levels of financial 
leverage (Berry-Stolzle & Xu, 2018; Sax & Andersen, 2019; Lechner & Gatzert, 
2018). Consequently, firms with a holistic ERM implementation can avoid financial 
distress, improve profitability and achieve lower financial leverage (Lechner & 
Gatzert, 2018). In terms of firm size and business diversification, it has positive 
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impact on ERM implementation. Specifically, larger firms are more likely to adopt 
a holistic approach to the ERM system (Farrell & Gallagher, 2015; Lechner & 
Gatzert, 2018; Berry-Stolzle & Xu, 2018; Brustbauer, 2016; Bohnert et al., 2019). 
In addition, Lundqvist et al. (2015) examined that corporate governance 
characteristics are also determinants of ERM implementation. Specifically, 
corporate governance characteristics such as the independence of board, appears to 
influence ERM adoption (Khan et al., 2016). Nevertheless, Board of directors need 
to select independent members with excellent education and experience for audit 
committee positions to improve ERM system quality (Pérez-Cornejo et al., 2019).  
 
Regarding the effects of ERM, literature recognizes three effects of ERM adoption 
that is firm performance, cost of capital and corporate reputation. Specifically, firms 
with advanced levels of ERM implementation present higher performance (Florio & 
Leoni, 2017; Lechner & Gatzert, 2018; Silva et al., 2019; Farrell & Gallagher, 2015; 
Karanja, 2017; Annamalah et al., 2018; Zou et al., 2019). In addition, ERM quality 
system can add value and profitability to firms (Florio & Leoni, 2017; Lechner & 
Gatzert, 2018; Silva et al., 2019). However, weaker ERM systems are related with 
poor control mechanisms which seems to drive to less profitability and attract 
additional investor’s scrutiny (Florio & Leoni. 2017; Wang et al., 2018). Further, 
ERM adoption can create value reducing firm’s cost of capital (Berry‐Stölzle & Xu, 
2018; Lechner & Gatzert, 2018). Moreover, Grace et al. (2015) observe that the 
increased value of ERM adoption can be achieved with the contribution of economic 
capital models and with dedicated risk managers subordinated to the board of 
directors or the chief executive officer.  
 
Furthermore, according to Perez-Cornejo et al. (2019) ERM affects positively 
corporate reputation. The authors confirm that audit committee independence plays 
a significant role in the enhancement of corporate reputation via ERM adoption. In 
particular, the independent directors have to have the appropriate education to 
supervise the ERM system and to guarantee the corporate reputation. 
 
When it comes to ERM maturity firms that have reached mature levels of ERM have 
higher firm value (Farrell & Gallagher, 2015). Moreover, companies in the 
intermediate level of maturity have an enterprise risk management with a high degree 
of planning, use of methods and techniques (Oliva, 2016). In particular, the 
maximization of ERM maturity can be achieved when the board of directors, senior 
management, and senior risk officers clarify the goals and the importance of risk 
management to all business units (Farrell & Gallagher, 2015). Ultimately, the role 
of the executive management and the board of directors is crucial in the ERM 
maturity because they have the control over the ERM process (Callahan & Soileau, 
2017). 
 
Regarding ERM strategies, the combination of ERM implementation and strategic 
planning can generate positive effects like profitability and lower financial leverage 
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(Sax & Andersen, 2019). Auditors can involve to the ERM strategic, operational, 
and compliance process besides the financial reporting processes (Cohen et al., 
2017). The main problem is that auditors cannot perceive the strategic risks on 
financial reporting quality. For this reason, the understanding of strategy risks on 
behalf of auditors could benefit towards more effective accounting estimates as well 
as better estimation of the viability of their clients (Cohen et al., 2017). 
 
Regarding the previous literature, empirical studies that examine the enterprise risk 
management in Greek hospitals are not yet to be conducted. This is due to the high 
level of complexity in Greek hospitals. However, there are common characteristics 
of ERM system with the previous literature. Specifically, the internal auditor plays 
a significant role in Greek Hospitals. The auditor should be in the position to 
understand the business model of the hospital following the Internal Audit Standards. 
Moreover, the internal auditor of the hospital has to develop the Audit plan to achieve 
the relevant ERM objectives that are divined in the following five areas: strategic, 
operational, information, reporting objectives and compliance, then the internal 
auditor identifies the risks associated with the functions and activities of the 
individual control areas. However, the risk factors that are common to all health 
organizations have not yet been verified (Etges, 2019). 
 
Taking into consideration the previous studies, the crucial point of the ERM is the 
identification of risk categories of the hospital and their activities, which are closely 
related to their objectives. There are several categories of risks that arise depending 
on the nature of the activity of hospital procedures, such as: strategic risks, which 
may have negative effects on the financial management of the hospital and credit 
risk related to the financial loss of hospitals likely to suffer from possible default by 
counterparties. Furthermore, operational risks - production risks, refer to the 
financial loss that might occur due to inadequate internal procedures, systems, 
human errors or external factors, including reputation risk. Focusing on the legal 
framework, there are also legal / compliance risks that include certain financial 
products providing insufficient protection and security in legal disputes. Another risk 
category is the risks of the IT system - the technological risks that reflect the risk of 
hospital information systems (HIS). According to Meidell and Kaarbøe (2017), the 
construction of risk technologies over time triggers a change in the ERM function's 
influence on decision-making; thus the technological risks of hospitals need new 
skills. Finally, in Greek Hospitals, a long-term and short-term audit plan is prepared, 
according to the identification and evaluation of the relevant risks. 
 
Identification, evaluation and risk management in Greek hospitals  
 
The most significant part of corporate governance practices in public hospitals is the 
risk assessment. It is a fundamental part relating to the prioritization of audit needs 
and development of the Audit Plan assisting the achievement of the relevant 
objectives. The process above is normally coordinated by the Internal Auditor of the 
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hospital (based on impartiality and objectivity principles) and begins by recognizing 
of the audit area, which includes all components, processes, activities and functions 
of the public hospital. The auditor should be in the position to understand the 
business model of the hospital. 
 
Following Internal Audit Standards, the hospital Chief Audit Executives (CAEs) 
must follow a strict and predetermined process. Initially, there is recognition of the 
audit universe, where the relevant components are collected (by Divisions, Sub - 
Divisions and Departments). CAEs should have access to data, files and data of any 
hospital staff units, as well as management information including the minutes and 
decisions of the Board of Directors and the other subcommittees of the BoD. 
 
A key element of the hospital risk identification, management and treatment process 
is the recognition of hospital objectives. The main categories of the hospitals’ 
objectives are divided into five main areas: strategic, operational, information, 
reporting objectives and compliance objectives. Once the goals are set, they are 
linked to the control room monitoring areas at all levels. The IAU then identifies the 
risks associated with the functions and activities of the individual control areas / units 
that make up the body control area and thus the achievement of the hospital 
objectives. 
 
Taking into consideration the previous, we must imply that a crucial point of the 
ERM is the identification of (key) risk categories of the hospital and their activities, 
which are closely related to their objectives. There are several categories of risks that 
arise depending on the nature of the activity of hospital divisions / departments / 
procedures, from external sources as well as from internal sources, such as: strategic 
risks, which may have negative effects on the financial management of the hospital. 
Credit risk related to financial loss of hospitals likely to suffer from possible default 
by counterparties. Furthermore, operational risks - production risks, refer to the 
financial loss that might occur due to inadequate internal procedures, systems, 
human errors or external factors, including reputation risk. Focusing on the legal 
framework, there are also legal/compliance risks that include certain financial 
products, provide insufficient protection and security in legal disputes. Finally, 
another risk category is the risks of the IT system - the technological risks that reflect 
the risk of hospital information systems (HIS). 
 
Following the recognition of the inherent risks and their correlation with the relevant 
controls and their respective objectives, an analysis and evaluation of the possible 
impact of each risk on the control area to which it is associated and the likelihood of 
its occurrence shall follow. In order to achieve uniformity in risk assessment and to 
provide a common rating methodology, each dimension is evaluated and rated based 
on five point Likert scale (e.g. from 1 to 5, where 1=Very Low, 2=Low, 3=Medium, 
4=High, 5=Very High). 
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IAUs assess the risk score for each risk level of hospital department and/or function 
or activity level and are highly dependent on the number of risks identified by their 
level of development (secondary or other level). Given, the Identification 
Methodology and Risk Assessment, the risks are divided into categories and assessed 
in terms of potential impact, probability of occurrence and specific risk factors based 
on qualitative and quantitative criteria that may be related to specific hospital 
activities. Risk factors associated with a unit are rated individually.  
 
The final ranking of audit areas, is obtained by adding the total score of the risk 
assessment factors to the rating of the key risk categories, and based on the calculated 
average. The overall score is the estimation of the total risk unit score. Risk factors 
and the risk assessment categories can be weighted based on the importance and 
priorities of IAUs by the hospital’s Internal Auditor. These two parameters have the 
same weight in the formula and the results will be exported according to five grade 
scale of the previous subsection. 
 
The audit plan represents the agreement of Internal Audit at hospital level for the 
audit of certain areas and activities. Internal auditor is responsible for the 
establishment of a hospital monitoring program. Finally, a long-term and short-term 
audit plan is prepared, according to the identification and evaluation of the relevant 
risks. 
 
From the above we form our hypotheses: 
H1: Risk identification and assessment (RIA) positively affects risk management in 
Greek Hospitals. 
H2: Internal Audit (IA) positively affects risk management in Greek Hospitals. 
H3: Board of Directors’ Strategy-involvement (BDS) positively affects risk 
management in Greek Hospitals. 
 
3. Hypotheses development  
 
3.1 Research setting – sample 
 
The survey was conducted in a sample of fourteen hospitals from the total seven 
Greek Health Regions (two per Health Region), for the period September 1, 2015 
until March 31, 2017. Our initial sample contained 20 public hospitals, but due to 
insufficient data at the time of data collection through the questionnaires, our final 
sample consisted of 14 hospitals. Additionally, in order for our sample to have 
hospitals from all over Greece, we select 2 from each health geographical region of 
the country, for the 7 regions in total, as shown in table 1 below.  
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Table 1 
General Hospitals in Greece by Geographical Region 

  Health Geographical Region of Hospital 
1 Attica Evaggelismos 

Ippokratio 
2 Piraeus and Aegean Attikon 

Thriassio 
3 Macedonia Papageorgiou 

General Hospital of Katerini 
4 Macedonia and Thrace General Hospital of 

Chalkidiki 
General Hospital of Kavala 

5 Thessaly and Central Greece General Hospital of Larissa 
General Hospital of Volos 

6 Peloponnese, Ionian Islands, Epirus and Western 
Greece 

General Hospital of 
Kalamata 
General Hospital of 
Korinthos 

7 Crete General Hospital of 
Heraklion 
General Hospital of Chania 

 
3.2 Sources of data – model  
 
Our research conducts qualitative and quantitative research to address the research 
topic, using primary and secondary data. As our primary source of data we conduct 
interviews with CAEs of Greek hospitals’, while secondary data sources come from 
corporate governance codes, COSO framework for ERM, Greek corporate 
governance laws, regulations, best practices and published articles. We used a 
structured questionnaire for the further analysis of the initial findings. The 
questionnaire is divided into two sections, in first there are fourteen questions on risk 
identification and assessment and in the second there are two sets of total twelve 
questions, six related to the Audit Universe and the other six related to the 
identification and assessment of risks.  
 
Usable response was received from 84 staff members from the public hospitals, 
which is 75% of our initial target. The evaluations of the answers are related to the 
Likert scale of five points, depending on how strongly the respondents agree or 
disagree with each question. The questionnaire was tested by a team of 2 academics 
and 2 professionals for validity and reliability checks. Then, following Hertzog 
(2008) as a first stage of pilot test, the questionnaire was answered by 31 responders.  
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The study test the extent of hospitals’ risk management (RM) against risk 
identification and assessment (RIA), internal audit (IA) and Board of Directors’ 
Strategy-involvement (BDS). The following regression equation is estimated in the 
study: 

𝑅𝑅𝑅𝑅 = 𝑎𝑎 + 𝛽𝛽1(𝑅𝑅𝑅𝑅𝑅𝑅) + 𝛽𝛽2(𝛪𝛪𝛪𝛪) + 𝛽𝛽3(𝐵𝐵𝐵𝐵𝐵𝐵) + 𝜀𝜀 
 
3.3 Demographic information 
 
Following internal audit studies, we measured independent variables based on 
literature biography data from the responders such as gender, age, position, years of 
work experience, education, are collected (Table 2). 
 

Table 2 
Type Description Frequency (%) 

Gender Male 65 77% 
Female 19 23% 

Age Less than 30 5 6% 
31 - 40 years 12 14% 
41 - 50 years 45 54% 
Above 50 22 26% 

Work experience Less than 5 4 5% 
5 - 10 years 8 10% 
11 - 15 years 42 50% 
16 - 20 years 18 21% 
Above 20 12 14% 

Education Bachelor 56 67% 
Master 16 19% 
Doctorate 6 7% 
Other 6 7% 

Position Employee 44 52% 
Supervisor 8 10% 
Manager 28 33% 
Director 4 5% 

 
The demographic information of our sample consists of 77% men and 23% women 
with the majority between 41 and 50 years old. Respondents who hold a Bachelor's 
degree are 76% of the sample and half of them have work experience between 11 
and 15 years. Finally, 52% of the samples are ordinary employees in hospitals, while 
33% are department managers. 
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4. Results  
 
4.1 Descriptive statistics 

 
According to the results of Table 3, RIA has the lowest mean value 3.241 with 
standard deviation 0.682 and the maximum value is 5.000. The highest mean value 
is found in IA 3.520 with standard deviation 0.660. It is worth noting that in most 
hospitals there is an internal audit department, which emphasizes the tendency to 
monitor and comply with risk management guidelines. 
 
Ordinary least squares (OLS) model is used in order to observe and estimate the 
relationships.  
 

Table 3 
Variable Mean Min Max SD 

RM 3.344 1.000 4.820 0.783 
RIA 3.241 1.220 5.000 0.682 
IA 3.520 1.330 4.700 0.660 
BDS 3.380 1.000 4.750 0.728 

 
4.2 Regression results 
 
Table 4 presents correlation results for the variables of the study. The variable RM 
is positively and significant correlated with the three independent variables used in 
our model.  
 

Table 4: Pearson correlation coefficients for the variables of the study 
Variables RM RI IA BDS 

RM 1.00 
   

RIA 0.58 1.00 
  

IA 0.42 0.49 1.00 
 

BDS 0.48 0.51 0.40 1.00 
* correlation is significat at the 5% level 
** correlation is significat at the 1% level 

 
Table 5, presents the regression analysis results. The model is statistically significant 
with adjusted R2 63% and p-value lower than 5%. The results show that all 
independent variables are positively related to the dependent variable. In particular, 
higher RIA is associated with higher RM level. In terms of internal audit (IA), as 
expected, the existence of internal audit team provides better risk management. 
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Furthermore, according to the model there is a positive significant effect of BoD’s 
against risk management. In line with corporate governance best practices, the Board 
of Directors recognizes the weaknesses of an entity and helps to reduce risk. 
 

Table 5: Regression analysis result 
Variables B Standard β t p-value 
Constant 0.561 0.275   2.180 0.420 
RIA 0.223 0.650 0.287 3.452 0.001 
IA 0.126 0.670 0.171 2.120 0.044 
BDS 0.252 0.740 0.162 2.187 0.001 
Predictors: Risk Identification & Assessment (RIA), Internal Audit department (IA), 
Board of Directors Strategy-involvement (BDS 

R2 : 0.68 
Adjusted R2: 0.63 
F: 27.73 
p: <5%  

Overall, our results indicate that the investigated parameters (RIA, IA and BDS) 
contribute to risk management identification and assessment.   

 
4.3 Results analysis 
 
In line with international internal control standards for risk identification, assessment 
and management, our research results in interesting findings. Given this and in 
combination with the rapid growing of internal audit in our country (mainly 
established in hospitals by the Law 4025/2011), we identify key elements in the 
competence of the Board and methods for implementing Health and Risk 
Management policies. Moreover, our findings support the importance of corporate 
governance on the risk management of public hospitals, in line with previous 
research (Lundqvist et al. 2015; Khan et al., 2016; Pérez-Cornejo et al., 2019) as  
well as the importance of ERM strategies (Sax & Andersen, 2019; Cohen et al., 
2017). 
 
Our survey results are as follows: 
 
4.3.1 Board of Directors’ responsibilities, Hospital Risk Management  

and implementation methods  
 
Board of Directors’ and CEOs responsibilities should be primarily focused on 
decision making. Our aim is to ensure, firstly, that the hospitals BoDs are responsible 
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for the ERM (HRM) (Dunbar et al., 2020) and secondly to identify the most 
important methods of HRM Policies implementation. Only 10% of our sample 
(Table 6) has developed a standardized methodology for the implementation of Risk 
Management policies. 
 

Table 6: Board Responsibilities on the risk management  
of hospitals and methods of implementation 

Method % 

Meetings 51% 

Written 10% 

Oral 2% 

Other 37% 

 
The majority of them confirm that the Board is responsible for the Risk Management, 
which is consistent with best practices. However, a large number of hospitals report 
that HRM is done unofficially based on oral guidance (meetings). It is noteworthy 
that some of them reported the absence of a Risk Committee or another competent 
Risk Management / Monitoring Authority. Only 10% of the sample stated that the 
implementation of Risk Management is done by specific written instructions. 
 
4.3.2 Adjustment policies and Identification – Risk Management processes  

in hospitals (written, formal, informal). 
 
Very important parameter is the adoption of policies and risk identification and 
management processes, in Greek hospitals. In relevant question we found that 53% 
have not adopted Policies and Procedures of Detection Risk Management, with 8% 
stating ignorance of the existence of such practices (Table 7). 
 

Table 7: Adjustment policies and Identification – Risk Management processes  
in Greek public hospitals (written, formal, informal) 

Answer % 

Yes 39% 

No 53% 

Other 8% 

 
As we observe, 39% of respondents note that they have adopted such policies and 
procedures, but the vast majority of these informal, without the adoption of specific 
written methodology (ERM/Commission COSO, 2004). Of the remaining, 42% of 
the participating hospitals state that they have carried out a risk assessment, 32% 
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carry out internal resources, while only 10% have used external consultants for this 
purpose.   
 
4.3.3 Determining the risk level based hospital strategy procedures  

(written or formal informal).  
 
Our main goal with this question is to see if there are specific procedures in hospitals 
defining Risk level on the basis of their strategy (Risk Appetite) (Campbell 2005) 
(Table 8). These processes can be divided into strict writing (e.g. specific 
transactions or transactions limits) or informal (e.g. meetings within the Board, sub-
committees etc.). 
 

Table 8: Determining risk level based hospital strategy procedures  
(written formal and/or informal). 

Answer % 

Yes 31% 

No 57% 

Other 12% 

 
Reflecting the “modern family” that is listed in Athens, the majority of companies 
(57%) responded that such procedures are not followed in their businesses, while 
additional 12% either do not know or does not wish to reply. Only 31% state that 
they have developed specific processes (Methodology) to determine the level of risk 
based on the strategy (Risk Appetite), the largest proportion of those that are not 
informal, followed in meetings of the Board or its subcommittee (e.g. Risk 
Committee, Audit Committee, KL p.) 
 
4.3.4 Conducting Internal or in conjunction with external consultants  

Risk assessment.  
 

Given that risk assessment is perhaps more important than the individual functions 
of ERM, on the occasion of this paper, we want to study whether Internal Audits 
(Allegrini & D’onza, 2003) for Risk Assessment in Greek public hospitals are 
performed using internal resources (e.g. managers) or using external consultants (e.g. 
audit or consulting companies) (Table 7).  
 
The results of our survey show that 47% of the participants do not carry any risk 
assessments, the percentage that should be added in our opinion, and 11% of 
participants who mainly did not want to respond. Of the remaining 42% of 
participants indicating that they have done the Evaluation of Risk, 32% of them use 
internal resources, while only 10% have used external consultants for this purpose 
(in some cases because it arises as a requirement of Laws and regulations such as the 
Sarbanes-US Oxley (2002). 
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Table 8: Conducting Internal or in conjunction with external consultants  
Risk assessment. 

Answer % 

Yes 32% 

Yes – External Risk Assessment 10% 

No 47% 

Other 11% 
 
A crucial question for the 32% who state that they conduct an internal risk 
assessment is whether there is knowledge and specific methodology for the 
identification and evaluation of business risk. From interviews we conducted 
showed that no formal methodology developed for the identification and evaluation 
of business risk for almost all participants. Existing hospital risk assessment 
procedures are currently based at meetings of the Board of Directors, the 
subcommittees (e.g. Risk Committee, Audit Committee, etc.), senior management, 
etc. but on the implementation of specific models or ERM methodologies by 
analyzing the potential impact and the probability of such risks. 
 
4.3.5 Management’s information process to the Board of Directors, as much as the 

hospital risks and their combat (communication methods).  
 

Another parameter we are testing in our research is the management's methods of 
communicating with the Board regarding the risks faced by the company (Table 9). 
Depending on the organization and methodology of each business or organization 
risks communication methods may include references to written or oral 
communication or a combination of both. The vast majority of companies or 
organizations surveyed (72%) state that the risks faced by companies listed on the 
Board with various ways. 
 

Table 9: Management’s information process to the Board of Directors,  
as much as the hospital risks and their combat (communication methods). 

Answer % 

Yes – Written & Verbal 25% 

Yes – Verbal 9% 

Yes – Oral 29% 

Yes 9% 

No 18% 

Other 10% 
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Only 18% of the respondents argued that there is no such communication with the 
Board (the percentage is high even for Greece, as well as risk management need be 
made daily based on the strategies of each hospital so it makes sense to have in all 
cases a communication). Also, in 10% of our sample does not know if the risks faced 
by the hospital management were notified to the board. The breakdown of positive 
responses include a 25% where hospitals declare that risks are reported both in 
writing and orally, 9% only in writing, only 29% verbal practice poses particular 
risks regarding the necessary management monitoring, while the remaining 9% state 
that risks are reported but they did not know the communication method (verbal 
possibly). Oral communication as it emerged from our interviews focused on the 
president (or the CEO), the other does not refer to the entire Board or to its 
subcommittee or the CEO, General Manager, CFO etc. 
 
4.3.6. Service Management and Risk Monitoring in Greek hospitals. 
 
Although there is no requirement for the establishment of the Service Management 
- Risk Monitoring only19% of hospitals state that such services exist in a different 
role as evidenced by our interviews with each of them (Table 10). 
 
Table 10: Service Management and Risk Monitoring establishment in Greek hospitals 

Answer % 

Yes 19% 

No 73% 

Other 8% 

 
Unfortunately, 73% of hospitals have not yet established risk detecting and 
Monitoring Service. That is really disappointed especially in view of the economic 
crisis, a reliable and functional way of safe operation of public hospitals, is strategic 
planning through preventive mechanisms e.g. the creation of specialized risk 
detection, management and settlement services. Nevertheless, the bureaucracy of the 
public sector in Greece will postpone the deployment of this management practice. 
Until then, each hospital will spend a lot of money to deal with the problems that 
will arise. 
 
4.3.7 Hospital strategy information process, in terms of Detection and Risk 

Management to shareholders and other Stakeholders.  
 
Finally, we investigate whether the content includes information on hospital strategy 
and the identification and management of risks to shareholders and other 
stakeholders (Soltanizadeh et al., 2016) (Table 11).  
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Table 11: Hospital management information process, to shareholders  
and other stakeholders. 

Answer % 

Yes 53% 

No 47% 

 
As it turns out, just over half of hospitals, only 53%, inform their shareholders about 
the risks that characterize them, while the remaining 47% do not provide such 
information. Finally, it should be noted that there is a wide variety in the quality of 
information from hospital to hospital. 
 
Table 12 below presents the summary of the findings according the present study. 
 

Table 12: Summary of the findings 
Paragraph Findings 
§ 4.3.1. Risk Management policies  

Written Meetings Oral Other  
10% 51% 2% 37% 

§ 4.3.2.  Adopted Policies and Procedures Risk Management 
detection 

 

 
Yes No Other 

 
 

39% 53% 8% 
 

There of: 
    

Internal resources 29% 
   

External consultants 10% 
   

§ 4.3.3. Determining Risk level (via specific procedures) 
 

 
Yes No Other 

 
 

31% 57% 12% 
 

§ 4.3.4. Conducting Risk assesement 
 

 
Yes No Other 

 
 

42% 47% 11% 
 

There of: 
    

Internal resources 32% 
   

External consultants 10% 
   

§ 4.3.5. Management's communication with the BoD's 
 

 
Yes No Other 

 
 

72% 18% 10% 
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Paragraph Findings 
There of: 

    

Written & Verbal 25% 
   

Verbal 9% 
   

Oral 29% 
   

Other 9% 
   

§ 4.3.6. Service Management - Risk Monitoring 
 

 
Yes No Other 

 
 

19% 73% 8% 
 

§ 4.3.7. Management information process, to shareholders  
 

 
Yes No 

  
 

53% 47% 
  

 
5. Discussion and conclusion  
 
This paper investigates the influence of internal audit and BoD to risk management 
in Greek hospitals. To identify and evaluate this issue, we conducted interviews by 
selecting a sample of 14 hospitals throughout Greece, two hospitals from each 
geographical area in Greece. The findings show the increased need for an integrated 
approach to business risk management in Greek hospitals. It seems that ERM 
practices are not widely used in Greek hospitals and many hospitals must take into 
account the consequences of these risks, something we also find in many firms. 
Recognizing, understanding the degree of impact, communicating information, and 
avoiding or mitigating risk at manageable tolerable levels are key steps that every 
entity must follow in managing risk (Luko, 2013). 
 
5.1 Findings - Suggestions for improvement 
 
Τhe lack of quality in the services provided in conjunction with the absence of 
modern management tools makes ineffective operation of Greek public hospitals, 
especially against all forms of risks. Corporate governance practices, in particular 
risk assessment from both management and internal audit, are an innovative tool that 
will enhance and improve the content of the internal audit process in public hospitals. 
Therefore close cooperation between hospital CEOs and a wider network of services 
or external consultants is required, ensuring the independence of internal auditors 
and their impartiality. 
 
The main role of the management of each hospital is to issue written and timely 
reports to the Board of Directors before the meetings, so that the latter has the right 
information for decision-making. However, the executives must be responsible for 
the proposals submitted, to implement the decisions of the Board of Directors, as 
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well as to report any activities that involve risk, beyond the acceptable limits. In 
addition, the hospital's control environment is enhanced by the proper functioning of 
the Internal Control System which is based on specific documented procedures 
(including those relating to Risk Management) and which will be periodically 
reviewed by an independent Internal Audit Service. 
 
In the context of the development adequate policy management and risk monitoring, 
it is proposed to establish an independent Risk Monitoring Department of the 
hospital. This service is supplementary to the work of the Management and should 
be reported either directly to the independent subcommittee of the Board or to the 
CEO, to ensure the maximum degree of independence. 
 
The development of risk registers should be encouraged by hospitals, to record and 
monitor relevant information. Hospital feedback procedures for risk data should be 
performed at regular intervals at least annually or earlier if circumstances require and 
should be linked to specific and documented risk measurement methods. In order to 
establish an appropriate framework for assessing and communicating results, there 
should be written policies and procedures for managing hospital risks, with clear 
limits on risk acceptance. Furthermore, it is necessary to establish appropriate 
mechanisms for effective communication within hospitals with a view to optimal 
risk management. 
 
An important role in supporting the adoption of risk management policies in 
hospitals could be operated and led by Audit Committees, which with an independent 
objective role, will be called upon to study and review risk management procedures 
through relevant research. Hospitals should be encouraged to create the appropriate 
framework for risk management. In addition, through appropriate training programs, 
their staff will be able to identify and manage risks. Finally, the conditions for proper 
communication between the involved executives and all hospital staff in general, 
with a clear description of the role of their work, evaluation and risk management 
must be created, according to their level and their responsibility. 
 
Business risk management strategy methodologies should be integrated rather than 
piecemeal. Specifically, it is proposed to adopt an integrated methodology for the 
business risk management strategy in compliance with the COSO Committee ERM 
Model (2004), which will include the development processes, reporting and 
monitoring the implementation of operational objectives, identification, risk 
assessment in relation to operational objectives, enterprise risk management strategy 
development processes, operational risk monitoring procedures, as well as 
procedures to improve their response strategies. 
 
Finally, after the completion of the proposals for the virtual assessment and 
evaluation of hospital risk, the determination of the desired hospital risk profile 
should be included, based on an inherent or occurring and/or residual risk or 
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combination of both parameters. Moreover, the determination of the maximum 
acceptable level of risk and tolerance of recognized or unrecognized risks in the 
hospital as well as the detection of any changes in systems and / or procedures is 
considered necessary. In conclusion, the importance of collecting and recording 
information on charges and risks and their inclusion in the relevant databases, 
examining the completeness of the above data, as well as the assessment and 
classification of risk in relation to tolerance levels should be emphasized, and should 
always be compared with the specified safety measures - checkpoints. In addition, 
the periodic reassessment of approved business risks as well as the review of any 
new ones is an important routine of the relevant process.  
 
Finally, it is more necessary than ever to adopt a new way of managing health 
institutions, in the light of new public management techniques, in order to ensure 
their sustainability and contribution to economic development even after the 
economic crisis. 
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