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Abstract: The objective of this article is to assist the reader in understanding the journey from
traditional Supply Chain Management to Digital Supply Chain Management. It aims to augment the
concept of Digital Supply Chain Management with blockchain technology and create an extensive
literature review to assist in formulating the gaps and discovering the variables that contribute
towards the efficiency of a Blockchain-Based Digital Supply Chain. Moreover, this article aims to
validate the impact of specified parameters resulting in customer retention and market leadership for
an organization. Digital technologies such as the Internet of Things, blockchain, etc., are disrupting
the traditional ways of doing business and creating value propositions for customers. Supply Chain
Management is a key business process for an organization that helps them compete in the market.
Organizations have seized competition not as individual brands but as supply chains. Digital Supply
Chain Management is the implementation of digital technologies to capture customer data at every
interaction to create customer engagement strategies. This article provides an empirical analysis
of parameters influencing a Blockchain-Augmented Digital Supply Chain resulting in customer
retention and market leadership and shows how, through a Blockchain-Based Digital Supply Chain,
the business objective of being a customer-centric organization is assisted with the customer data
generated at each interaction that is enabled.

Keywords: blockchain; supply chain; supply chain management; digital supply chain management;
IoT; blockchain technology; digital technologies

1. Introduction

Organizations rely on the efficiency of their supply chains to cater to ever-changing
customer demands. Rather than differentiating themselves by brand name, they are
competing by presenting themselves in the market as complete supply chain organizations.
An organization’s success depends on how well the different constructs of its supply chain
interact with each other globally. There are different flows enabled in a supply chain, such
as material flow, information flow, asset flow, capital, etc., and they are not just restricted
to logistics. A supply chain tracks all the mentioned flows and manages them within the
network (Eljazzar et al. 2018). Recent developments in the Information Technology domain
have emphasized electronic data exchange over the internet between the different business
partners in a supply chain. There are certain inadequacies observed even with some
large organizations with respect to the knowledge and designing of complete information
platforms that integrate with their supply chains. To cater to this requirement, such
organizations work with external agencies to accelerate the implementation of a Digital
Supply Chain (DSC). The automated flows include the material mentioned above, as well
as information, asset, and capital flows. The production of billions of products, along with
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their sale, etc., is captured and stored, which assists in handling the complexity inherited
by the present supply chain. A Digital Supply Chain uses trusted third parties for process
and data integration. However, experts challenge the use of third-party interventions
and encourage the usage of blockchain technology (Korpela et al. 2017). Blockchain is a
distributed ledger technology that has revolutionized data sharing between all the relevant
actors, including global partners. It simply creates a block or a stack of information in a
predefined data structure that makes it feasible to store with a time stamp for each digital
transaction. This enables the encoding and publishing of the information only to authorized
stakeholders (Lummus et al. 2001). The advantage of implementing blockchain is that
information is stored in blocks with all the relevant transaction information without any
identity of the transaction party. Public Key Infrastructure (PKI) is deployed to inform
the relevant stakeholders in a chain about a transaction with the smart contract concept
(Korpela et al. 2017). Supply chains are the backbone of most industries and play a
critical role in the longevity of an organization. The dynamics in the market are changing
continuously, translating into volatility for businesses. The efficiency of a supply chain
is dependent on the extent of data available. The data required include customer data
at every interaction along with the performance data of the supply chain. It aids in gap
assessment and defining strategies for the alignment of market demands. Supply chains
have some inherent challenges, which are discussed in the following sections, that provoke
the implementation of Digital Supply Chain Management. Technologies such as the Internet
of Things and blockchain help in such large transformations. This article is designed to
assist the reader in understanding the journey from traditional Supply Chain Management
to Digital Supply Chain Management. It further augments the concept of Digital Supply
Chain Management with blockchain technology. The extensive literature review assists in
formulating the gaps and discovering the variables that contribute towards the efficiency
of a Blockchain-Based Digital Supply Chain. The primary data was collated with the help
of a structured questionnaire sent to the respondents through a google survey link. The
data analysis with measurement and structural equation models is presented along with
the findings and discussion. Researchers have further discussed the limitations and future
research in this domain.

This article provides an empirical analysis of parameters influencing Blockchain-
Augmented Digital Supply Chains resulting in customer retention and market leadership.
The past few decades post Industry 4.0 coming into existence have been recording exponen-
tial growth in the implementation of Digital Technologies. The automation of customer data
captured at every interaction has become a critical agenda for organizations. The Internet
of Things and connected ecosystems have increased momentously, aiding the capture of es-
sential data. Blockchain that works on the principle of distributed ledgers has transformed
the lifeline of organizations, i.e., the supply chain. The researchers in this article discuss
Blockchain-Augmented Digital Supply Chains with the help of a conceptual research model.
The impacts of parameters, such as the business model and strategy, information platform,
business process standard, and data transfer integrations, on a Blockchain-based Digital
Supply Chain’s efficiency are verified. Structural equation modeling is deployed to validate
the impacts of the listed parameters resulting in customer retention and market leadership
for an organization, elaborated on in the literature section below.

This article first introduces the subject and the context along with the list of abbre-
viations. Then, the theoretical foundations are discussed, including an in-depth study of
Blockchain-Based Digital Supply Chains. A conceptual model is conceived, building a
hypothesis for each of the identified parameters. Structural Equation Modelling is deployed
to validate the model as a part of the methodology. The results are discussed with the
help of different statistical measures and concluded. The research methodology is then
explained to enable replication and includes an introduction and literature review of the
theoretical foundations and application of such. A conceptual research module is then
created on the basis of the hypotheses formulated. Following this, the data collection and
sampling are determined and analyzed using the structural equation modelling statistical
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technique to populate the results. The results are then discussed and a section on future
research directions in this domain is included.

2. Theoretical Foundations

Blockchain: Blockchain is, fundamentally, a distributed database of public/private
ledgers consisting of transactional records stored as encrypted blocks in the chain. These
blocks are primarily digital events shared with the blockchain’s relevant stakeholders
(Crosby et al. 2016). The records can be easily traced. Four differentiating traits differentiate
blockchain from other technologies, i.e., decentralization, information security due to
encryption, audibility, and effective execution (Baker and Steiner 2015). Researchers and
managers from different industries are implementing multiple projects related to blockchain
and distributed ledgers. Blockchain is proving to be a disruptive technology, finding a
place in all business processes, while it initially gained prominence in the financial domain.
Another domain wherein a potential is identified is Supply Chain Management. Digital
technologies such as the Internet of Things are dominating supply chains.

Using sensors, RFID, barcodes, GPS tags, etc., help to identify the locations and
movements of products. Real-time tracking of parts is possible. However, there is an
issue observed in IoT implementation, which is of confirmed identity. Organizations wish
to obtain identity information wherein IoT implementation, with the help of serialized
assets, can confirm location and perform tracking. A transaction is represented by the
output of every sensor in an IoT ecosystem. The system integrators mostly face issues
with the millions of sensors that are working and claiming. Determining the origin of data
or performing an audit of the same is usually a significantly tedious task. IoT systems
are characterized by data anonymity while built on the blockchain infrastructure. Each
sensor in an IoT ecosystem generates data that are communicated via a JavaScript Object
Notification (JSON) with the blockchain Application Programming Interface (API) layer.
The data at the blockchain infrastructure entry point are aggregated and communicated to
the network post-encryption. The entirety of the blockchain nodes get updated with the
data and remain the source of truth that can be verified by any user (Jayabalasamy and
Koppu 2021). Blockchain implementation gives an organization the biggest advantage at
dealing with the identity issue. It assists an organization with information on the supply
chain actor performing an action, along with the time and location. Blockchain, when
implemented in the supply chain domain, enables the measurement of key performance
indicators of the different entities in a chain, even globally. We especially mention the
tracking data, which, once inputted, records all transactions, and all relevant stakeholders
are promptly informed. The data-sharing model induces trust in a complete supply chain,
including the customer and vendors, beyond organizational boundaries. Supply chains
are complex, and blockchain helps a supply chain with in-transit quality performance
information (Kshetri 2018). Another unique application of blockchain is smart contracts.
Blockchain enables real-time data capture along with identity and assists with tracking
contract-related deliverables. Smart contracts are slowly drawing the significant attention
of researchers and industrialists due to their simplicity in use (Szabo 1997). Blockchain
finds an irrefutable space in modern business processes and Supply Chain Management.

Supply Chain Management: There has been a vast difference in how the markets are
behaving compared to what they were a few decades ago. Customer behavior is continu-
ously changing with global entrants. Customer demands are highly volatile, due to which
business management has entered a new era of completion in which networking plays a
crucial role. In a complex environment, a firm’s success will depend upon its ability to
integrate and create a network of business relationships (Drucker 1998; Bowersox 1997).
The fundamental management of these relationships is termed Supply Chain Management.
It provides organizations with the opportunity to capitalize on synergies, including global
actors. SCM encapsulates total business excellence and adds a capability to carry out the
activity of managing a business and relationships with other supply chain stakeholders in
a new way. In the modern era, firms do not compete in the market in isolation as a brand
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versus brand or store versus store, but they compete as a supply chain versus a supply
chain. There are eight constructs that form a part of Supply Chain Management: Customer
Relationship Management, Customer Service Management, Demand Management, Or-
der Management, Manufacturing Flow Management, Purchase or Supplier Relationship
Management, New Product Development and Commercialization, and finally, Returns
Management (Lambert and Cooper 2000). For an organization to function efficiently, these
constructs must work seamlessly, interacting with each other. Supply Chain Management
is the planning and coordination required for the movement of a product from the sup-
plier to the customer through this interconnected network. Traditionally, these supply
chain linkages were handled physically, maintaining an equilibrium between the customer
demand and the supplies. With the increased scope of business, number of customers,
geographical locations, and global operations, handling these activities manually became
impossible (Büyüközkan and Göçer 2018). Organizations were forced to work on integra-
tion technologies and interconnected networks that communicated with each construct
and produced a data communication model. Organizations need seamless integration and
data sharing between the constructs so that the constructs function autonomously and
are aligned with the common objective of organizations to meet customer demand in the
best possible way (Fiala 2005). This became possible with the interventions of informa-
tion technology and digitalization that have touched almost all aspects of supply chains
(Büyüközkan and Göçer 2018).

Digital Supply Chain Management: The main objective of a supply chain is to ensure
that all the steps required to meet customer demands are taken. These steps are ensured by
following the Supply Chain Operations Reference (SCOR) model (Huan et al. 2004). This
helps communicate a supply chain decision throughout the organization and, externally, to
the vendors and customers. Organizations need to focus on lowering costs and optimizing
production processes. To achieve these targets, management of their supply chain is very
critical. Contemporary business processes are complex, with volatile customer demands
and huge resource requirements. The silos that have existed between the various constructs
and functions need to be broken to achieve the integration of all the different constructs.
Digital Supply Chains enable this integration, uniquely connecting all the facets and
breaking the silos in operations (Büyüközkan and Göçer 2018). Digital Supply Chains
are enabled over the web with IT-enabled business processes. A Digital Supply Chain’s
inherent capabilities include using technologies that can generate data related to different
transactions with the help of smart devices. These smart devices are sensors that are
deployed at appropriate positions to capture the data about the change of state that takes
place. These data are then transmitted over the internet and collated in a central repository.

The technology that aids this complete framework and assists the data collection is
termed the Internet of Things (Lou et al. 2011). A Digital Supply Chain is, fundamentally, a
platform for capturing and utilizing real-time data for agile decision making in different
processes. In view of the variety of products, shortened product lifecycles, demand vari-
ability, and global competition, it is extremely critical that demand data are transmitted
through a supply chain in the fastest possible way (Ambe 2009; Lee et al. 1997). The internet
at present is the fastest medium available for the transfer of data. Digital technologies such
as the Internet of Things are being implemented to transmit demand data collated through
a supply chain until the suppliers meet the need (Atzori et al. 2010). Supply chain sizes
are increasing daily with growing complexity. There is an amplified need for tracking and
coordination. Digital Supply Chains inherently offer improved flexibility and augmented
efficiency. Continuous disruptions are happening in the digital space and Supply Chain
Management, provoking a stronger collaboration between the two. There are continuous
pressures due to global players. There are some other implicit benefits that the Digital
Supply Chain inherits, such as:

a. Speed: This aspect is the prime driver and foundation of a Digital Supply Chain.
The enabler for speed proves to be stock information that should be available to
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all supply chain actors. Lead times are shortened, and an organization can quickly
supply against the demand.

b. Flexibility: Market scenarios constantly evolve, and organizations must exhibit
agility to cater to customer demands. Supply chains do not answer the question of
how products were delivered but respond to how problems were eradicated so that
products could be delivered. Digital Supply Chains offer flexibility in operations to
meet changing market scenarios with agility.

c. Global businesses: In the past decade, the internet has been pervasive and has
connected the world. Globalization has helped global players conduct business
worldwide and has simultaneously enabled local manufacturers to sell abroad. This
has made Digital Supply Chains global, whereby even sellers can react at the local
level.

d. Real-time inventory: Warehouse management is strengthened by real-time data. It
ensures that inventory levels are always optimum. Stock levels are continuously
monitored with the help of sensors in a Digital Supply Chain. Consumer behavior
is changing drastically. They can order anything anytime, but organizations cannot
maintain inventory at every location and for all product varieties. Real-time data
enable quick and fact-based or informed decisions. Real-time data also ensure
that systems become capable of pre-empting and forecasting issues before they are
encountered in the systems (Bechtold et al. 2014).

e. Visibility: A Digital Supply Chain with a transparency of data flow to all the relevant
stakeholders in the chain enables the visibility of orders. This capability enables the
chain actors to be prepared for all disruptions in demand and model the network
accordingly (Schrauf and Berttram 2016).

f. Cost optimization: The current era focuses on cost optimization using digital means.
Although initial costs are high due to investments in infrastructure, there is a decline
observed over time in running costs. The higher the technology usage, the higher the
returns from a system with Digital Supply Chain efficiencies.

g. Scalability: Digital Supply Chains enable a quick scale-up or -down basis. Real-
time information flows directly from the market through a supply chain to the
supplier. This further reduces non-value-adding activities in a chain and allows easy
scalability. The effective utilization of digital technologies in a supply chain also
reduces environmental issues emerging from the supply chain (Bechtold et al. 2014).

Supply Chain Management Challenges:

• Supply Chain Management in the current era has transformed into a complex process
with planning at multi-echelon levels and competition in different geographical areas
to serve different types of customers (Johnson 2006; Lambert and Enz 2017).

• A supply chain network has to mitigate risks due to globalization, varied government
policies, cultural differences, and changing customer behaviors (Sarpong 2014; Ivanov
et al. 2018).

• An inefficient supply chain inherits issues such as pilferage and fraud, leading to
distrust. There is absolutely no information sharing between relevant stakeholders,
creating huge inventory pileups. The traceability of products is an associated, and the
single largest, challenge without the information. A lack of transparency complicates a
supply chain’s management with reliability and competency issues (Costa et al. 2013).

• Demand capture is another big issue that produces for supply chains huge costs since
it gives the initial stimuli to an entire system. Demand capture error, such as the
“Bullwhip effect”, leads to the issue of overproduction and restricted cash flows (Lee
et al. 1997).

• The success of a product depends upon the process standardization and automation
achieved thereof. Isolated processes carried out in silos create many issues, such as a
high lead time for innovation and new business models (Farahani et al. 2017).

Blockchain-Based Digital Supply Chain:
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Blockchain assists in electronic recordkeeping along with the verification and valida-
tion of data. Stated simply, the IoT and smart contracts are integral parts of the blockchain
technology used in Supply Chain Management. It calls for an advanced usage of smart con-
tracts and distributed ledgers, such that each node contains the requisite data. Blockchain
is characterized by five core capabilities, i.e., visibility, aggregation, validation, automation,
and resilience, which support a sustainable SCM. It helps an organization navigate amidst
the complexity and volatility prevailing in the environment. Blockchain becomes more
effective and efficient with (Chang et al. 2022):

a. Its complementation with the Internet of Things;
b. The recording of every transaction;
c. Data standardization;
d. The deployment of advanced analytics.

For organizations and managers, the data are available in a transparent way. The
records stored in the distributed ledgers cannot be modified or deleted and bound by gover-
nance. The data in the blockchain are the source of truth for all associated systems (Krithika
2022). When blockchain was introduced, it was primarily emerging as a financial sector
technology leading the digital space. However, in the past decade, researchers from the in-
dustry and academicians have emphasized the other application of blockchain. Blockchain
offers some cutting-edge advantages such as speed, security, traceability, immutability,
transparency, and, most important for the governance of the data, accessibility and visibility
(Chiacchio et al. 2022). One of the most important used cases wherein blockchain creates a
significant impact is Supply Chain Management with digital technologies (Gatteschi et al.
2018). Blockchain is characterized by features such as a decentralized and distributed infras-
tructure. This enables organizations to drive away the challenges of visibility, information
sharing, and trust among different supply chain actors that usually lead to the collapse of a
complete supply chain framework (Weber et al. 2016). Transparency addresses the overall
visibility in a supply chain to enhance trust amongst stakeholders. It defines the extent
to which all the stakeholders in a supply chain can have access to the information in the
blockchain without any delay or noise. Transparency and traceability are not interchange-
able, yet they are linked. Traceability contributes to the transparency of a system. The
auditable distributed ledgers in blockchain invoke overall trust in a system. The efficiency
of a system is multi-fold with the integration of technologies such as the Internet of Things
(Sunny et al. 2020).

Blockchain enhances the security of transactions by encrypting and simultaneously
provides cost benefits to a Digital Supply Chain. Primarily, blockchain uses integration
over the internet and has an integrated model, which can involve multiple-to-multiple (i.e.,
many-to-many) types of connectivity and integration.

Maintaining an open distributed ledger without the identification of the parties is
one of the prime features of blockchain. All the nodes obtain a copy of the information.
In case of any modification to a transaction, a new block is created and chained to the
previous chain, while the data are matched at periodic intervals. No parties need to
break into the ledger data as they are publicly shared with a key. Even if one enters and
changes or creates a new transaction, a new block is created. The identities of a buyer
and seller are governed by the key shared. The seller initiating a particular transaction
sends the key to the buyer, and, in case it is missed, another key is generated by the
sender. This creates a new block and security message (Xu et al. 2016; Järvensivu and
Törnroos 2010). Business transactions over the network are conducted with the help of
smart contracting. It contains commonly agreed terms (such as payment, confidentiality,
etc.) that minimize exceptions and the need for third-party intermediaries. This makes the
monitoring automatic and cost-effective. Blockchain makes smart contracts possible for
single and multiple transactions, even globally. Smart contracts, even though sounding
like financial transactions, are operational and very flexible in nature and can be easily
deployed for transaction automation in a DSC (Xu et al. 2016). Therefore, it is observed
that blockchain provides security and flexibility at a lower cost. Thus, blockchain improves
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the efficiency of supply chains with improved information security and flexibility at a
much lower cost since the third-party intermediaries are eliminated. Based on the above
understanding, the following are the benefits of a Blockchain-Based Digital Supply Chain
(Eljazzar et al. 2018):

a. Enhancement of trust due to the visibility different stakeholders acquire with data
transparency in the supply chain network.

b. For some of the transactions, blockchain can also create a different structure that is
transparent and decentralized.

c. Blockchain can be easily deployed in the global supply chain network.
d. For asset tracking, blockchain creates a decentralized and immutable system of digital

assets.
e. Blockchain enables services and value creation in the network in a cost-effective way.
f. Digital asset creation, tracking, and sharing are made possible with blockchain

maintaining the information security norms and guidelines.
g. Blockchain augments the accuracy of demand forecasts significantly.

3. Conceptual Research Model

Hypothesis Formation:
Every organization has a business model for conducting business to create value

for shareholders. All businesses intend to generate profit. There are different strategies
outlined by an organization to show the way business would be carried out (Shafer et al.
2005; Casadesus-Masanell and Ricart 2010). In the current era, the most important part
of business is business model innovation targeted toward technological developments,
customer preferences, and governance. The sole purpose of business model innovation
is to find a new business logic for creating stakeholder value. The focus is on generating
revenues through new opportunities, defining value propositions for customers, and
maintaining relationships with all chain stakeholders, including suppliers (Amit and Zott
2001; Magretta 2002). Digital Supply Chains ensure data are generated in each customer
interaction with digital technologies such as the Internet of Things. These data are stored in
a central repository and used in business analytics models for fact-based decision making
(Korpela et al. 2017). Thus, the researchers posit:

H1: Business models and strategies developed by companies contribute towards the effectiveness of
a Blockchain-Based Digital Supply Chain.

By definition, a supply chain encompasses different stakeholders such as suppliers,
manufacturers, distributors, retailers, and customers. The connection established between
them is usually through products, cash-flows, information, and automated decisional work-
flows. Traditionally, these individual actors of a supply chain used to focus on individual
performances without thinking or contributing towards the global supply chain objective.
This injects many inefficiencies into a system from the organizational perspective (Lambert
and Cooper 2000). This was identified by the researchers and managers in an organization.
They pitched the idea of creating long-term coordination with these individual actors.
This was to improve the supply chain’s effectiveness and efficiency so the organization
could become competitive in the market. The business environment is becoming more
demanding every moment, with customers demanding personalization in every business
transaction and interaction (Stefanou et al. 2003). It is becoming very difficult for orga-
nizations to maintain a supply and demand equilibrium simultaneously with inventory
levels rising. Organizations need information-sharing platforms wherein information can
be dynamically shared and inputted into decision-making models. Information-sharing
platforms ensure that information is shared with the right stakeholders in a supply chain,
and every transaction datum is stored as a block in the chain (Fiala 2005). Hence, the
researchers propose:

H2: Information platforms implemented by companies contribute towards the effectiveness of a
Blockchain-Based Digital Supply Chain.
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In the current market, organizations would want all their business processes to be
executed to meet the common objective seamlessly. An organization’s efficiency is lowered
significantly with uncoordinated and non-standard processes. Standardizing a business
process primarily means forming a common business process as the basis benchmark and
experience to be followed by all. It is similar to a template that every business process owner
needs to follow in an organization. Business processes and standards require considerable
governance to validate that the defined business processes are followed (Tregear 2014). A
Digital Supply Chain includes deploying information technology and implementing digital
technologies such as the Internet of Things to monitor business processes. Sensors in the
landscape collect the change-of-state information and transmit the data over the internet
to a central repository. Deviations can be validated, and corrective actions can be taken
in real-time with the information being shared over the blockchain (Korpela et al. 2017).
Therefore, the researchers posit:

H3: Business processes and standards formulated by companies contribute towards the effectiveness
of a Blockchain-Based Digital Supply Chain.

The integration required between the different stakeholders of a supply chain is
becoming increasingly complex. Sharing customer demand across the network in the
fastest possible way is critical for the efficiency of a Digital Supply Chain (Bunn 2000). The
sensors from the Internet of Things implemented in a Digital Supply Chain collect the
change-of-state data and transmit them over the internet to a central repository. There is an
implicit need for a platform that operationally integrates the complete data transfer. The
actors of a supply chain utilize this data to plan their operations. Transferring real-time data
through a supply chain with the help of digital technologies and blockchain augmentation
avoids operational challenges such as cash-flow blockages due to inventory pileups or
dissatisfied customers due to poor order management. Strategic advantages such as an
agile market response, cost savings, accuracy, and relevancy are achieved with the help
of real-time data. The well-known demand management software systems are proactive
with customer demand and have operational flexibilities (Croxton et al. 2002). Thus, the
researchers posit:

H4: Data-transfer integration enabled by companies to stakeholders contributes towards the effec-
tiveness of a Blockchain-Based Digital Supply Chain.

Organizations need to be flexible and aligned with volatile customer demands.
Customer-centric organizations should deploy systems to gather customer data from
all sources to understand customer demands. Due to the pervasive internet presence,
complete product information, including its manufacturers, is available to customers. It is
vital for organizations to remain customer-focused (Chen and Popovich 2003). Most of the
time, organizations involve customers in the co-creation of innovation. All the interactions
involving customers need careful attention to improve customer experience each time the
customer gets in touch with an organization (Karimi et al. 2001). A Digital Supply Chain
augmented with blockchain significantly improves operational efficiency, resulting in a
better customer experience. This, finally, improves the level of customer satisfaction and,
therefore, customer retention. Hence, the researchers propose:

H5: An effective Blockchain-Based Digital Supply Chain has a positive influence on customer
retention.

Information management in a supply chain is vital as the planning of the entire supply
chain depends on this information. Supply chain activities such as demand forecasting,
transportation, inventory management, etc., are completely dependent on the data and
information gathered by a Digital Supply Chain and shared with the help of a distributed
ledger or blockchain. Transparency is achieved with the help of shared data throughout a
supply chain. The flow of information is not restricted within organizational boundaries
but also moves outside the boundaries to customers and suppliers; transparency results
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in trust between customers and an organization. Information is shared as transactions
or digital assets in the blockchain architecture. Such sharing improves the collaboration
among supply chain actors, assuring a win-win situation and improving profitability for an
organization. It can be stated that the amount of data generated in a supply chain directly
results in the accuracy delivered by the supply chain (Eljazzar et al. 2018). This ensures
that an organization achieves and sustains market leadership. Hence, the researchers posit:

H6: An effective Blockchain-Based Digital Supply Chain has a positive influence on market
leadership.

Based on the above understanding of the different variables and their impact on
the Blockchain-Based Digital Supply Chain efficiency, the theoretical model is created, as
shown in Figure 1:
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4. Methodology

To validate the impact of the listed parameters resulting in customer retention and
market leadership for the organization and to validate the hypotheses and the conceptual
framework, we followed the following research methodology steps explained below. This
section enables the replication and validation by other researchers of the steps taken and
the reasons behind these steps. We start with the sampling technique and the methods
used to ensure reliability and validity, followed by the methodology for analyzing and
determining the results.

Sampling Technique: The Deliberate Sampling technique, also known as “Purpo-
sive Sampling”, was deployed. The non-probability sample was to be chosen from the
population. The choice of respondents depended on the research objective that was to be
achieved. Since the aim was to validate the impacts of business and information technology
parameters on the efficiency of a Blockchain-Augmented Digital Supply Chain, the respon-
dents had to be an appropriate mix of business strategists and digital experts from the IT
domain. The respondents had to be deep-rooted in the process and technology to respond
appropriately to the structured questionnaire. The sampling frame design was such that
there was a good blend of middle- and senior-level managers from the industry involved
in strategy and digital roadmap building. The respondents in the sample represented the
universe from which they were chosen based on their experience. This ensured fitting
responses to the survey floated to them.

Threats to the right representation (Bias):
In statistical calculations, certain errors are likely to creep in due to various issues.

Sampling, non-response, or coverage errors are some of the errors that were cured before
conducting the analysis. The researchers in this study ensured unbiased responses by
following certain steps. The researchers did not hire an interviewer to collect the responses
from the respondents, which generally leads to biased conclusions. Care was taken to reach
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the respondents at their convenience, which fool proofed the researchers against a hassled
retort. The next step was to reach out to only qualified and willing respondents who could
give a genuine and accurate response, to a large extent foreclosing doubts on the rating
scale errors.

Reliability Testing:
The capability of an instrument to reproduce the results is termed reliability. The

researchers conducted reliability testing as the first step with the help of measures such
as Cronbach’s alpha, split-half correlation, and split–half with the Spearman–Brown ad-
justment. Cronbach’s Alpha reported a value of 0.91, indicating higher levels of reliability,
while 0.87 and 0.93 were the values calculated for split–half correlation and split–half
with the Spearman–Brown adjustment, respectively. This further reinforced the reliability
findings.

Data Analysis:
To conduct the analysis, the researchers deployed SPSS 22 and AMOS 21. The primary

data gathered through the self-administered survey were coded and inputted into the
system. The questionnaire was composed of statements that formed this study’s latent
variables. These statements were cited from credible research in the respective domain. An
Exploratory Factor Analysis was conducted on the data to identify any underlying factors
of the structure in the absence of any constraints on the output (Child 1990). For extracting
the factors, the Principal Component Method with a varimax rotation was chosen. To
validate the measurement model, a two-stage test was conducted. The first stage included
validating the measurement model aided by a Confirmatory Factor Analysis (CFA). At the
same time, the second stage scrutinized the relationships between the different variables
considered in this study. This was strengthened by the Regression Weight Analysis for
each dependent variable with the help of Structural Equation Modelling, a multi-regression
technique.

Exploratory Factor Analysis (EFA)
It is a good practice to test the sampling adequacy of the data before we take forward

the analysis to the EFA stage. A measure of sampling adequacy is Kaiser–Meyer–Olkin’s
(KMO) value. Calculations reported a KMO value of 0.74 with a Barlett’s test significance at
the *** level, i.e., p < 0.000. The results indicated higher values than those specified by Hair
et al. (2013), i.e., 0.5 and 0.6 by Tabachnick and Fidell (2013). The extraction of factors was
the basis of the eigenvalue of more than 0.6. The variance reported by the system was 75%.

Measurement Model Analysis:
In the statistical analysis, as a part of the first step, the validation of the measurement

model was included. This was performed by conducting a Confirmatory Factor Analysis.
The results of the first test run of the model are mentioned in Table 1. We can observe that
poor model fit indices are reported. The index, i.e., Chi Sq/Df (i.e., Chi-Square divided
by Degree of Freedom), was calculated as greater than the desired tolerance level of 3,
i.e., (χ2/df = 7.2). The model fit indices such as the goodness-of-fit index (GFI) equaled
0.689, and the adjusted goodness-of-fit index (AGFI) equaled 0.62, which was much less
than the threshold value of 0.9. Another parameter to determine the goodness-of-fit is
the root-mean-square error of approximation (RMSEA), which was 0.117 higher than the
acceptable level of 0.05. Hence, all the statements were re-verified for their factor loadings,
standard residuals, and modification indices. Statements that had factor loadings below
the acceptable level of 0.7 were removed from the analysis. The revised model recorded
many acceptable readings, and the model specification showed considerable improvement.
The revised values are also inputted in Table 1 to compare with the previous values. The
revised values indicated a chi sq/df value of 3.89~3, while the GFI and AGFI calculated
were 0.87~0.9 and 0.8 closer to 0.9, respectively. The value of the RMSEA also improved
drastically, with the value reported as 0.061. Based on the revised model fitness values,
the revised model presents a much better fit compared with the initial model. Internal
consistency testing uses a standardized cut-off value for each statement of 0.7 (Nunnally
and Bernstein 1992; Hair et al. 2013). With the help of AVE, the convergent validity of the
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statements was conducted, the readings of which are mentioned in Table 2. All the values
of AVE were observed to be greater than 0.5, which indicated that there was construct
validity in the survey instrument. Fornell and Larcker (1981) determined the discriminant
validity test used in this study. As per the standards set, the value of AVE was greater than
the squared correlation between the constructs.

Table 1. CFA estimates.

Goodness-of-Fit
Indices

Recommended
Value Initial CFA Model Revised CFA Model

Chi Sq/Df 1–3 7.2 3.89
GFI ≥0.9 0.689 0.87~0.9

AGFI ≥0.9 0.62 0.8
RMSEA ≤0.05 0.119 0.061

Source: Authors’ compilation.

Table 2. Construct reliability and convergent validity.

Latent Variable Observed
Variable

Standard
Loadings (>0.7) CR (>0.7) AVE (>0.5)

Business_Model_Strat BMS1 0.763 0.846 0.597
BMS2 0.754
BMS4 0.837
INP2 0.699

Information_Platform INP4 0.791 0.819 0.596
DTI1 0.787
INP3 0.7

Business_Process_Std BPS1 0.815 0.846 0.646
BPS2 0.83
BPS3 0.73

Data_Transfer_Int DTI2 0.799 0.797 0.658
DTI3 0.812

Source: Authors’ compilation.

Analysis of Structural Model:
A Structural Model Analysis was performed to test the proposed model. The values

indicated a positive impact for all the input parameters as per the conceptual model of a
Blockchain-Augmented Digital Supply Chain, while the weights of each of the linkages
varied. Although standards demand the model fit indexes to be between 0.5 and 0.8
for social science studies, in this study, the values of the GFI, AGFI, and normed fit
index (NFI) were in the range of 0.8–0.9, which indicates the good fit of the model. The
path analysis table depicts the importance of the different parameters on the Blockchain-
Augmented Digital Supply Chain efficiency. The most critical parameter for the success of
the Blockchain-Based Digital Supply Chain efficiency revealed by this study was the data
transfer integration. This parameter, as per the primary data analysis conducted with the
help of SEM, scores the highest regression weight, denoting the importance of data transfer
in supply chain operations. Transactional data captured are vital for an organization and
managerial decision making. The data are fed into different analytical models to derive
meaningful insights that safeguard a firm’s market position.

The next important parameter, as per the regression weight assigned by the model, is
the information platform, which is rightly so. Logically, if data are fueling a supply chain,
then integrating them over an information platform becomes the next obvious step. This
further reveals the importance of data sharing if the organizational objective is to execute
the Digital Supply Chain seamlessly to compete in the market. Although business process
standardization stands third as per the analysis, the researchers feel it is equally important.
The standardization of business processes enables excellence in every customer transaction
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with uniform processes. The SEM revealed the positive influence of the business model
parameter even though the weightage calculated was relatively less. This could be because
of the fact that other parameters were viewed as more important by the respondents under
the assumption that businesses will always have a business model strategy to compete in
the market. The Table 3 below depicts the Path Analysis.

Table 3. Path Analysis.

Path Standard Regression Weight Significance Level Status

Business_Model_Strat to Blockchain based Digital SC Efficiency 0.16 0.023 Supported

Information_Platform to Blockchain based Digital SC Efficiency 0.32 *** Supported

Business_Process_Std to Blockchain based Digital SC Efficiency 0.22 0.004 Supported

Data_Transfer_Integration to Blockchain based Digital SC Efficiency 0.43 *** Supported

*** means p < 0.001. Source: Authors’ compilation.

5. Discussion

There is a flurry of digital business models that are introduced into the market daily.
These business models are strongly supported by digital technologies that are constantly
evolving and innovating. Possibly a decade and more ago, when the Internet of Things
was becoming popular and finding its place in most business processes, it was not easy to
envisage technologies such as Machine Learning, Artificial Intelligence, and blockchain and
their significance in business processes (Gartner 2014; Brody 2017). Similarly, in traditional
business processes, logistics was the most vital element of any business. However, the
term Supply Chain Management was introduced based on the fundamental principles of
innovation through co-creation. A firm’s dependency on its supply chain has increased
tremendously. A supply chain includes all the stakeholders within, as well as external
to, an organization, such as suppliers and customers. Businesses started competing in
the market, not as brands, but instead as supply chains (Lambert and Cooper 2000). This
created an inherent need for data generation and information sharing with all the relevant
stakeholders. The business models and strategies were altered with innovations such
as new products, new manufacturing methods, and new supply sources, markets, and
business processes. Business model innovation means finding and establishing newer
ways to generate value through the value chain for every stakeholder and offering value
propositions to customers. A business model and strategy that is implemented impacts
the entire organization (Amit and Zott 2001). In the past, innovative business models have
resulted in sustainable businesses even in competitive external environments. Business
models are vital for a firm’s longevity, and a strategy to implement them is crucial for
revenue generation. To compete in the market, organizations need to have a business plan
and strategy to implement a Blockchain-Based Digital Supply Chain to ensure customer
retention and market leadership.

To operationalize a business plan and strategy, huge volumes of data are required.
Business analysts analyze the data and, with the help of techniques such as simulation, etc.,
develop an appropriate business model for an organization (Chae and Olson 2013). In the
case of a Blockchain-Augmented Digital Supply Chain, several stakeholders start from the
customer to the end supplier, who primarily supplies to the manufacturer or distributor. To
plan effectively, the data need to be shared with all the stakeholders who subscribe to their
relevant data block. The data are published over the integration platform that brings all the
stakeholders together, and, based on the relevancy of information, the transactional data
stored as a block are exposed (Eljazzar et al. 2018). The statistical analysis also supports this
hypothesis positively with a descent regression weight pointing towards its importance in
the Blockchain-Based Digital Supply Chain model.

A Blockchain-Augmented Digital Supply Chain functions on the transactional data
captured automatically during every interaction with a customer. These data are trans-
mitted through the supply chain efficiently, and relevant information is shared over the
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information platform with the appropriate stakeholders. The data transmitted over the
internet are stored in a central repository and consumed by different business analytics
models (Yerpude and Singhal 2017). The consumption of data is effective with normalized
and structured data sets. This calls for business processes to be standardized. Unstructured
and non-standard processes lower an organization’s efficiency and simultaneously make
the data models redundant quickly (Blumberg and Atre 2003).

Moreover, standard business processes offer a uniform customer experience which
is preferred by the customer. Excellence in customer experience results in customer satis-
faction and, finally, in customer retention (Berry et al. 2002). The primary data analysis
supports this argument, demonstrating a positive influence of the parameter on the effi-
ciency of the Blockchain-Based Digital Supply Chain.

Previous studies have proven that the supply chain process is vital for businesses.
An organization’s success depends on the interactions between the different stakeholders
and the flow of information, materials, and equipment. Value propositions to customers
are offered based on the value generated in a supply chain, wherein all the stakeholders
participate and co-create innovation (Eljazzar et al. 2018). There is an inherent need to
create data transfer integrations from various customer interaction points to the information
platform. Every piece of information which is related to the customer is crucial for a
customer-centric organization. In the case of a Blockchain-Based Digital Supply Chain, the
data are automatically captured by the Internet of Things implemented in the organization.
The change-of-state data collated by the sensors are transmitted over the internet. This
real-time data mitigates challenges such as obsolescence and the blockage of capital in non-
moving inventories and operational issues such as inventory pile-up resulting in dissatisfied
customers (Rainbird 2004). Data transfer integration ensures that organizations can respond
to customer demand with requisite agility and, at times, pre-empt the market demand.
This directly impacts customer satisfaction and, finally, customer retention. Customer-
focused organizations gain market leadership with customers remaining connected and
organizations being able to derive customer lifetime value (Homburg et al. 2000). The
primary data analysis reinforces the above understanding, revealing a positive influence of
this parameter on the Blockchain-Based Digital Supply Chain efficiency, with the highest
regression weight.

6. Conclusions

New-age digital technologies are disrupting traditional supply chains. Information is
the common thread between all the stakeholders of a Digital Supply Chain. In the current
market situation wherein customer demand is volatile, and behavior is unpredictable, it is
extremely important to pass the demand data through a supply chain in the fastest possible
manner. The efficiency of a Digital Supply Chain depends majorly on the four parame-
ters considered in this study, i.e., business model and strategy, the information platform,
business process standardization, and data transfer integration. The primary data analysis
conducted as a part of this study accords significant priority to data transfer integration
and, next, to the information platform. This study offers some important take-aways
for the researchers, industry, and academicians. It emphasizes the requirement of data
transfer integration and an information-sharing platform for making a Blockchain-Based
Digital Supply Chain effective and efficient. A Digital Supply Chain is fundamentally a
value-driven smart process to create new innovative ways for revenue generation (Rainbird
2004). Businesses adopt new models and approaches extensively using analytics models
built on strong fundamentals and tested business processes. A Digital Supply Chain is
not about handling digital goods but using digital methods to manage the supply chain.
With the augmentation of blockchain, we have evaluated that those significant tangible
benefits are achieved along with intangible benefits such as trust and loyalty (Farahani et al.
2017). Data transfer integration and information sharing platforms become the backbone
of a Blockchain-Augmented Digital Supply Chain. The literature review conducted by
the researchers aided the understanding of the parameters impacting the efficiency of a
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Blockchain-Augmented Digital Supply Chain. Thereafter, the primary data analysis rein-
forced the impact of the parameters with a positive influence on supply chains, revealing
the gravity of each parameter’s impact with the help of regression weights.

7. Limitations

The current study focuses on understanding a Digital Supply Chain with augmented
blockchain technology. It emphasizes the four most important parameters that may impact
the efficiency of a supply chain, i.e., business model strategy, information platform for
sharing the information with stakeholders, business process standardization across the
chain, and the integrations required for the transfer of data. However, we take certain
underlying assumptions in this study that can be treated as limitations of the study, such as:

a. All the stakeholders agree to share the transactional data.
b. The manufacturers are comfortable sharing the inventory information.
c. The skillset possessed by the operators is good enough to maintain the system.
d. The firms are willing to invest in information technology and digital solutions.
e. The network connectivity is seamless.

8. Future Research Directions

Blockchain is an emerging area that has erupted, exploring the cryptography domain
but not implemented to its fullest potential (Hughes et al. 2019). Primarily, businesses
have not looked much beyond bitcoin. Blockchain, as mentioned in this current study,
can enable significant process improvements imbibing agility in an entire Digital Supply
Chain. However, privacy and security must be prioritized to enjoy the full benefits of
blockchain implementation. The researchers in the current study did not explore the
information security aspect of data transfers enabled over the blockchain. The study
of information security safeguarding an organization’s data and privacy features is a
completely different subject and cannot be explored in conjunction with any other topic.
Therefore, the researchers suggest that the basis of the current study is that if the security
aspects can be studied and validated as a part of the next steps, the findings will become
invaluable in the body of knowledge and for industry practitioners. In the new information
technology domain, wherein a supply chain is transformed into a Digital Supply Chain,
data privacy and security are the most relevant things which ideally should be taken up
for solution. The Digital Supply Chain concept is sharing data with all the stakeholders in
a supply chain within and external to the organization. The data become more valuable
if the consumption point is beyond the organizational boundaries. Strict governance and
controls must be exercised on the deployed data-sharing model, platform, and technologies.
Integrated supply chain models are the models that are used currently and would find
more applications in the future. Therefore, the information security and privacy aspects
have inherently become the priority for further study in this domain.
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Abbreviations

Abbreviation Full Form
DSC Digital Supply Chain
PKI Public Key Infrastructure
RFID Radio Frequency Identification
GPS Global Positioning System
IoT Internet of Things
SCM Supply Chain Management
SCOR Supply Chain Operations Reference
SPSS Statistical Package for Social Sciences
AMOS Analysis of Moment Structures
CFA Confirmatory Factor Analysis
SEM Structured Equation Modelling
EFA Exploratory Factor Analysis
KMO Kaiser - Meyer - Olkin’s
Df Degree of Freedom
GFI Goodness of Fit Index
AGFI Adjusted Goodness of Fit Index
RMSEA Root Mean Square Error of Approximation
AVE Average Variance Extracted
NFI Normed Fit Index
JSON JavaScript Object Notification
API Application Programming Interface
Source: Authors’ compilation.
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