
Bodó, Balázs; Helberger, Natali; de Vreese, Claes H.

Article

Political micro-targeting: a Manchurian candidate or just a
dark horse?

Internet Policy Review

Provided in Cooperation with:
Alexander von Humboldt Institute for Internet and Society (HIIG), Berlin

Suggested Citation: Bodó, Balázs; Helberger, Natali; de Vreese, Claes H. (2017) : Political micro-
targeting: a Manchurian candidate or just a dark horse?, Internet Policy Review, ISSN 2197-6775,
Alexander von Humboldt Institute for Internet and Society, Berlin, Vol. 6, Iss. 4, pp. 1-13,
https://doi.org/10.14763/2017.4.776

This Version is available at:
https://hdl.handle.net/10419/214049

Standard-Nutzungsbedingungen:

Die Dokumente auf EconStor dürfen zu eigenen wissenschaftlichen
Zwecken und zum Privatgebrauch gespeichert und kopiert werden.

Sie dürfen die Dokumente nicht für öffentliche oder kommerzielle
Zwecke vervielfältigen, öffentlich ausstellen, öffentlich zugänglich
machen, vertreiben oder anderweitig nutzen.

Sofern die Verfasser die Dokumente unter Open-Content-Lizenzen
(insbesondere CC-Lizenzen) zur Verfügung gestellt haben sollten,
gelten abweichend von diesen Nutzungsbedingungen die in der dort
genannten Lizenz gewährten Nutzungsrechte.

Terms of use:

Documents in EconStor may be saved and copied for your personal
and scholarly purposes.

You are not to copy documents for public or commercial purposes, to
exhibit the documents publicly, to make them publicly available on the
internet, or to distribute or otherwise use the documents in public.

If the documents have been made available under an Open Content
Licence (especially Creative Commons Licences), you may exercise
further usage rights as specified in the indicated licence.

  https://creativecommons.org/licenses/by/3.0/de/legalcode

https://www.econstor.eu/
https://www.zbw.eu/
http://www.zbw.eu/
https://doi.org/10.14763/2017.4.776%0A
https://hdl.handle.net/10419/214049
https://creativecommons.org/licenses/by/3.0/de/legalcode
https://www.econstor.eu/
https://www.leibniz-gemeinschaft.de/


INTERNET POLICY REVIEW
Journal on internet regulation Volume 6 | Issue 4

Internet Policy Review | http://policyreview.info 1 December 2017 | Volume 6 | Issue 4

 

Political micro-targeting: a Manchurian candidate
or just a dark horse?
Balázs Bodó
Institute for Information Law, University of Amsterdam, Amsterdam, Netherlands, bodo@uva.nl

Natali Helberger
Institute for Information Law (IViR), University of Amsterdam, Amsterdam, Netherlands

Claes H. de Vreese
Department of Communication Science , University of Amsterdam, Amsterdam, Netherlands

Published on 31 Dec 2017 | DOI: 10.14763/2017.4.776

Abstract: Political micro-targeting (PMT) has become a popular topic both in academia and in
the public discussions after the surprise results of the 2016 US presidential election, the UK vote
on leaving the European Union, and a number of general elections in Europe in 2017. Yet, we
still know little about whether PMT is a tool with such destructive potential that it requires close
societal control,  or if  it’s “just” a new phenomenon with currently unknown capacities,  but
which can ultimately be incorporated into our political processes.   In this article we identify the
points where we think we need to further develop our analytical capacities around PMT. We
argue that we need to decouple research from the US context, and through more non-US and
comparative research we need to develop a better understanding of the macro, meso, and micro
level factors that affect the adoption and success of PMTs across different countries. One of the
most under-researched macro-level factors is law. We argue that PMT research must develop a
better understanding of law, especially in Europe, where the regulatory frameworks around
platforms, personal data, political and commercial speech do shape the use and effectiveness of
PMT. We point out that the incorporation of such new factors calls for the sophistication of
research designs, which currently rely too much on qualitative methods, and use too little of the
data  that  exists  on PMT.  And finally,  we call  for  distancing PMT research from the hype
surrounding the new PMT capabilities, and the moral panics that quickly develop around its
uses.
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POLITICAL MICRO-TARGETING: A MANCHURIAN
CANDIDATE OR JUST A DARK HORSE? TOWARDS THE
NEXT GENERATION OF POLITICAL MICRO-TARGETING
RESEARCH

IT IS TIME TO TAKE A CRITICAL LOOK AT POLITICAL MICRO-TARGETING
Political targeting is not a new phenomenon. Political parties, candidates, and campaigns have a
long history of classifying and segmenting the ‘voter market’ in order to optimise their messages
to different profiles. Political micro-targeting (PMT), however, only became prominent in recent
election cycles. PMT refers to the use of different communications (mail, phone, canvassing,
direct mail, and social media advertising, etc.) to communicate and build a relationship with
prospective voters. At the core of the concept is the use of data and analytics to craft and convey
a  tailored  message  to  a  subgroup or  individual  members  of  the  electorate.  The  2008 US
presidential elections was the first major election that perfected micro-targeting models, by, for
example, using information about voters to direct volunteers to ‘scripted conversations with
specific voters at the door or over the phone’ (Issenberg, 2012).

The popular myth about PMT is, that it is about voter persuasion. Of course, it be used towards
the ‘ultimate’ goal of influencing candidate and party preferences and ultimately behaviour, but
it would be a mistake to think if this as its only use. PMT can be used to (dis)encourage political
participation, including election turnout. It can (dis)encourage donations and contributions to
candidates and campaigns. It can be employed to create energy and interest in a campaign,
election and candidate, but it can also be used to create disinterest and apathy.

In the past decade, the reference to and discussion of PMT has increased. The most significant
public discussion took place in the aftermath of the 2016 US presidential elections. As the public
realised the full scope of PMT possibilities, the public debates and news coverage of targeted ads
on Facebook, the use of algorithms and foreign funding, and the centrality of data analytics
companies led to moral panic, congressional hearings, and the quest for more transparency and
understanding of this particular election, and PMT more generally.

At the end of 2017 we have the UK, French, German and Dutch elections behind us, and the
Italian one before us. All these elections used one type of PMT or another, marking the point in
time, when the PMT techniques developed in the highly innovative and liberal (i.e.  under-
regulated) US context are being adopted to all kinds of political systems across Europe, and
ultimately, across the globe. The task of scrutinising the use and impact of PMT techniques on
local elections and political systems in Europe could not be more timely.

TENSIONS IN RESEARCH
Given  the  historical  development  of  PMT  and  today’s  uncertainties  about  the  prevalence,
impact, and possible lack of regulation of PMT, it becomes important to highlight some of the
tensions and inconsistencies in current thinking about the phenomenon. There is a whole range
of issues that research needs to address in order to properly grasp PMT, such as how new (or
old) the phenomenon really is, whether it represents more of an opportunity than a threat, and
finally, whether PMT means the same in different political and regulatory contexts around the
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globe.

HOW MUCH IS NEW, HOW MUCH OLD?
PMT does not come out of a vacuum. Political advertising and the professionalisation of politics
and campaigns have been topics of investigation for decades. On the one hand it is tempting to
consider PMT a natural evolution of developing practices in campaigning and advertising. On
the other hand, PMT coincides with other fast-paced and almost disruptive developments. PMT
is not just a change in approach and methods, it also speaks to a change of institutions. As the
campaign spending shifts from billboards, broadcast, and print to online, social, and data, so do
the institutions that connect and separate parties and politicians to/from the electorate change
(see  also  Montgomery  and Chester  in  this  special  issue).  These  institutions,  online  media
platforms, data brokers, technology providers, analytics companies are perhaps the most novel
aspect of today’s PMT compared to other aspects which are more organically evolving aspects of
campaigning, data usage, and advertising in general.

As the research on PMT matures it is becoming a relevant question whether PMT is solely an
election  phenomenon.  In  the  burgeoning  literature  on  how  politics  and  campaigns
professionalized in the 1980s and 1990s, it became apparent that some of these developments
apply not only to election time, but also to governing (Cook, 2005). Holding an office today does
not mean a full  electoral  cycle  break away from monitoring,  interacting with and nudging
constituencies (Csigó, 2017). In the same vein, PMT can conceivably be used in interesting ways
to  be  part  of  government  communication  and  thereby  unfold  not  only  as  a  feature  of
campaigning but also of governing.

RISKS VS OPPORTUNITIES: UTOPIAN VS DYSTOPIAN PERSPECTIVES 
The most important opportunities offered by political micro-targeting techniques coincide with
the  promises  of  digital  advertising.  Digital  technologies  offer  more  data  points  to  profile
individual consumers by. Digital communication channels offer more precise targeting. Taken
together, better profiling and better targeting are hoped to provide consumers (voters) with
more relevant information, with which they are more likely to engage. Political advertisers,
mainly  political  parties,  hope  to  get  more  efficient  and  effective  services  out  those  same
technologies, for a fraction of the cost. Lower costs and more efficient targeting in turn could
lower the entry barriers to the political communication market for smaller parties, and enable
parties with limited resources or with a more specific message to reach out to constituents.

All things considered these benefits may lead to a more diverse political marketplace in terms of
products  and sellers,  i.e.,  issues,  parties,  candidates;  and better  informed,  more  conscious
political consumers making better informed political choices. (Borgesius et al., forthcoming)

Some  of  the  risks  associated  with  PMT  also  mirror  concerns  raised  in  the  commercial
advertising domain: profiling entails a loss of user privacy, targeting opens the door for selective
information exposure, and potential manipulation (Bennett, 2015). Political parties, who have to
deal with the new, digital intermediaries often in exclusive control of access to voters, may face
monopoly prices, and experience a loss of power. Taken together these buyer and seller effects
may result  in  the  fragmentation of  the  marketplace  (of  ideas),  and make it  costly  for  the
consumers (voters) to be sufficiently informed about the true nature of the available supply (of
ideas, and candidates) on the political marketplace (Borgesius et al., forthcoming).

Yet, at the end of 2017, it seems that the greatest concrete threats of PMT were not what an
analogy with commercial advertising would have suggested. First, as we discuss it in more detail
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in the next section, it seems that different rules apply to commercial and political advertising.
While  both in the US,  the UK and in the EU sophisticated regulatory frameworks protect
consumers from false, and misleading commercial advertisements, political speech is not judged
by the same standards. As a result, negative advertisement, smear campaigns and the like are
often widely used strategies in campaigns (Johnson-Cartee & Copeland, 2013). Second, as it has
been realised too late in the 2016 US presidential elections, and just in time in the French one,
local political parties are not the only ones to see PMT as an effective tool to influence the
outcome of elections. PMT techniques were used by foreign state actors,  independent non-
governmental  organisations,  and entrepreneurial  individuals  alike  to  take  advantage  of  an
election process in various ways. Balkan teens were found to exploit the heated US campaign by
spreading  fake  news  for  commercial  gains  (Subramanian,  2017);  the  independent  tech
libertarian  organisation  Wikileaks  had a  substantial  impact  on  multiple  elections,  with  its
sometimes curiously timed releases of confidential information (Bodó, 2014); while the Russian
meddling with political events from the 2016 US presidential elections via the 2017 French
elections to the current tensions around Catalonia is currently under heavy scrutiny by both
local security services and global publics (Director of National Intelligence, 2017; Emmott, 2017;
Greenberg, 2017). Third, to make things worse, the intransparency of PMT techniques makes it
close to impossible to detect and fully assess such activities.

Finally,  it  is  increasingly  apparent  the  interests  of  digital  intermediaries  who enable  PMT
techniques are not  necessarily  aligned with the interests  of  voters,  political  parties,  or  the
interests  of  society  at  large  (Caplan,  2016).  Such  a  conflict  of  interest  of  the  commercial
arbitrators of political speech was first described by Robert McChesney (1999) in the context of
the US commercial broadcast media. He suggested that the fact that commercial media rather
sees  political  speech  in  the  form  of  revenue  generating  ad  than  a  cost-generating  news
programme is detrimental to democracy. This conflict of interest is especially true for digital
intermediaries,  most  of  whom do not  produce any content  in  the  first  place.  There  is  no
guaranteed “organic  reach”  for  even those civil  movements,  causes,  organisations,  political
parties,  political  candidates,  activists,  who  otherwise  successfully  nurture  large  and  well
managed online communities; serious news media need to pay if they want to reach audiences,
so there is no “public service”, commercially disinterested, non-profit marketplace for political
speech on digital intermediaries (Madrigal, 2017; Wagner, 2017). All political audiences are
ultimately sold to the highest bidder.

In  other  words,  the  biggest  opportunity  of  PMT  is  also  its  biggest  threat:  sophisticated
technologies allow anyone to reach any individual or group in an electorate with any message.
Moreover,  this  access  is  on  commercial  terms,  and on commercial  terms only,  where  the
audiences are sold to the highest bidder, without any regard to wider, societal concerns, such as
the protection of voters from fraud; a diverse, balanced and competitive marketplace of ideas; a
well-informed citizenry; or a level playing field for political parties.

CONTEXT VS CONDITIONS: LEGAL FRAMEWORKS MATTER
Political  campaigning and the electoral  system are at  the heart  of  the democratic  process.
Ensuring the fairness, transparency, and openness of this process is paramount to its success.
Accordingly, democratic societies have a long tradition of devising rules and procedures to guide
political  campaigning  and  political  advertising,  with  the  goal  of  promoting  and  defending
democratic values and fundamental rights in this very process. In Europe, the the Council of
Europe’s Venice Commission - with representatives from 60 countries - in 2002 established five
fundamental electoral principles, including “universal, equal, free, secret and direct suffrage” -
principles that have guided the way national governments design and enable their electoral
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systems, including the way political advertising is regulated.

Political  advertising is  protected speech in the sense of  Art.  10 ECHR (European Court  of
Human Rights, VgT Verein gegen Tierfabriken v. Switzerland), and citizens have the right to
inform  themselves  and  receive  political  information  from  a  diversity  of  sources  and
perspectives. Council of Europe member states are under the obligation to enable “free elections
at reasonable intervals by secret ballot, under conditions which will ensure the free expression
of the opinion of the people in the choice of the legislature.” (Article 3 of Protocol No. 1 to the
European Convention on Human Rights).  This  obligation has  resulted in  rules  on various
aspects of political campaigning in general, and political advertising specifically.

So far much of the legal debates around political advertising have concentrated on the scope and
affordances of data protection law (Bennet, 2016). Data protection law, however, can only go so
far to protect principles of universality, equality or freedom of the political, data-driven process.
In other words: data protection law is no ‘all purpose tool’, equipped to deal with all challenges
of political  micro-targeting,  simply because they deal  with data.  Instead, it  is  high time to
include other legal areas into the discussion, and their role in addressing the effects from data
analytics, including election, party financing laws, and media law.

With regard to political advertising, one set of rules that is particularly relevant are the rules
about party financing that must ensure transparency and fairness in the way parties receive and
spend public and private money to fund their (advertising) campaigns (Anstaed and Chadwick,
2016). In response to the use of PMT in the UK Brexit campaign, these provisions stood central
in an investigation of the UK Electoral Commission into the extent to which the divestitures in
PMT  were  potentially  in  conflict  with  the  British  rules  on  campaign  financing.  Political
advertising is also subject to a battery of rules in national media laws - rules that determine
meticulously the way in which political parties may or may not advertise on the (traditional)
media (many national  broadcasting law issue a ban in principle on political  advertising in
broadcasting), who has to be granted how much advertising time, and what are the limits and
who exercises oversight (for an overview, see Apa et al. 2017).

These rules were written for the traditional mass media, and media campaigning. They apply to
the broadcasting media, not to platforms, as new central players in political advertising. The
challenge is to transport the provisions about equality and fairness, transparency and oversight
to the new digital realities of PMT, as well as to the new central players: digital platforms, but
also data brokers and analytics firms. The discussion about the regulation of PMT on platforms
is part of a broader discussion about the social responsibility of platforms, and the extent to
which we can oblige large commercial Silicon Valley companies to observe democratic values,
such  as  media  diversity,  fairness  and  equality  in  the  democratic  process.  It  is  clear  and
established that the public service media and newspapers have an important task in providing a
platform for the diverse encounters of ideas and opinions. The role and public responsibility of
platforms still needs to be carved out. Platforms have come to play a central role in gathering
information and forming (political) opinions. They have also become part of the mission-critical
campaign infrastructure, next to the traditional media. And yet, many of these platforms are
driven by an advertising business model, and from their perspective as advertising companies,
political micro-targeting is ‘just’ another form of advertising. And current laws, e-commerce law
do little to correct that assumption. PMT is another example that shows that the discrepancy in
current  regulation  between  demanding  responsible  behaviour  from the  offline  media,  and
providing maximum leeway and ‘room to play’ for the online media as the ‘youngest kid’ in the
family, is no longer tenable. Online media, and platforms in particular, have grown up, and it is
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high  time to  create  more  similar  standards  across  different  media  and different  forms of
advertising, and more guidance on ‘fair targeting practices’.

For the past decade, a central ambition of regulatory reforms in the area of data protection law
but also consumer law sought to create a fairer level playing field for the commercial sister of
political advertising: behavioural targeting (BT). Similarly to PMT, behavioural targeting seeks
to  utilise  data-driven  insights  into  consumer  preferences  and  characteristics  to  optimise
advertising, make it more personally relevant, efficient and persuasive. Regulatory reforms in
the  European  General  Data  Protection  Regulation  (GDPR)  must  give  consumers  more
information and control rights vis-à-vis data-driven advertisers. As outlined in a symposium1

contribution  by  Maximilian  von  Grafenstein  and  Jessica  Schmeiss,  the  provisions  in  the
European General Data Protection Regulation apply to the collection, processing of personal
data in general (irrespective of whether this is done for purposes of commercial or political
targeting), as well as to the use of such data to target users with personalised messages. Insofar,
data protection law affords consumers and voters a comparable level of protection in terms of
the collection and use of their personal data.

This  is  different  for  the  protection from false  and misleading claims.  Here,  the  European
Commission addressed in its latest guidance on the Unfair Commercial Practice Directive a
range of potentially unfair forms of behavioural targeting; and the ongoing reform of European
consumer law must afford more protection to consumers in the digital  marketplace.  False,
misleading  or  aggressive  advertising  claims  are  banned  under  the  provisions  of  Unfair
Commercial Practices. These rules apply to commercial communication, but not necessarily to
ideological advertising (also depending on the country in question).

The recent debate about the obligation of platforms to disclose political advertising, too, is from
the perspective of consumer law, nothing new under the sun: the obligation to label commercial
advertising messages and disclose sponsored content is an iron rule in advertising law and
unfair  commercial  practice  law.  For  political  micro-targeting  on  social  networks,  such
obligations are in many countries still missing, or just about to be drafted.

In other words, many of the rules that must guarantee informed and autonomous decision
making in the light of behavioural targeting do not apply to ideological advertising. Similarly,
while  the  commercial  advertising industry  has  developed since  long codes  of  conduct  and
instances to guard over the fairness and truth in advertising, including digital advertising, such
self-regulatory initiatives in the field of political advertising still  need to be developed. The
question is by whom? Political parties? Platforms? Analytics companies such as Cambridge
Analytica? Fairness, truthfulness and transparency are arguably important values, also in the
relationship between voters and political parties.

Behavioural and political micro-targeting use essentially the same technologies, sometimes even
the same data. And yet we face in Europe the puzzling situation that the trust of consumers in
the truthfulness and fairness of commercial behavioural advertising seems to be better protected
than that of citizens that are the recipients of political micro-targeting. A critical challenge for
the  law,  and legal  scholars  in  the  years  to  come will  be  to  even out  this  inadequate  and
undemocratic imbalance in protection, and devise principles and rules about Unfair Political
Practices.

In  this  context,  it  can  be  useful  to  learn  from  the  diversity  of  emerging  (self)regulatory
approaches and experimentations with new solutions in the European Union member states.
For example, the Dutch "Social Media Advertising Code" (Reclamecode Social Media)2  does
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address surreptitious political advertising through social media and requires, among others,
disclosure  of  any  payment  social  media  users  receive  for  the  distribution  of  advertising
messages. In the UK, the Electoral Commission has begun to develop guidance on the rules
applicable to online media. In Ireland, the Data Protection Commissioner issued guidelines to
candidates for election, and their representatives, on canvassing, data protection and electronic
marketing for the General Election in 2016,3 as well as guidance on the use of electronic media
for political direct marketing under the principles developed for the regulation for spam. All
these are examples for initiatives that seek to develop guidance, either through self-regulation or
issued by the regulator, and that have started to carve out principles of fairness in political
micro-targeting vis-à-vis voters.

THEORY VS PRACTICE
The advance of digital technologies and the subsequent uncertainties unleashed a period of
moral panics among academics as well as social commentators. There is a strong market for
both “TED-talk-sized utopian visions”, and the most dystopian doomsday scenarios of political
deception, fragmentation and the ultimate collapse of democracies.

Comparing such speculations with the campaigns and elections until the end of 2017 proved that
speculation and the actual practices on the ground were rarely in line. As outlined by the piece
on the 2017 Dutch national elections by Tom Dobber et al., or on the 2017 German federal
elections by Simon Kruschinski and André Haller a number of practical limitations, such as the
lack of  expertise,  funds or real  demand; the particularities of  the local  jurisdiction;  or the
political and media systems tend to moderate the theoretically expected (positive or negative)
impact of PMT. On the other hand, few, if any theoretical models managed to foresee what
turned out to be the greatest threat of not only PMT, but of digital platforms and intermediaries
in general, namely that bad faith (state) actors do possess the resources and the incentives to
weaponise digital communication platforms, and in times of elections PMTs, and turn them into
highly disruptive tools of information warfare (Maréchal, 2016; Patrikarakos, 2017, Powers,
2010).

One  might  ponder,  whether  this  unexpected  turn  of  events  will  actually  be  beneficial  in
mitigating  the  worst  theoretically  predicted  threats  of  PMT  and  enable  us  to  exploit  the
opportunities  it  offers  in  a  more  systematic  and  orderly  manner.  Threats,  such  as  the
aforementioned Russian interference in the 2016 US presidential elections via social media
suddenly turned PMT techniques into the most closely watched domains, where everyone, from
the media via congressional committees to national security services seemed to be ready to
monitor and regulate this space. One can only hope that under such intense scrutiny the more
ordinary threats envisioned by theory will have less chance to turn into reality.

We also have to be aware that much of the literature on the opportunities, threats and the actual
use of PMT originates in the US. The reasons for that are obvious: US political campaigners have
been developing PMT techniques since the early 2000s. Yet, as more than one contribution in
this issue suggests, the PMT practices developed in the US do not enjoy universal appeal or
success  in  other  countries.  As  we  discussed  above,  there  are  many factors  that  affect  the
applicability and effectiveness of particular PMT techniques, from the size of campaign budgets,
via data protection rules, to the modalities of the political and media systems. As studies on
actual PMT applications start to emerge from Brazil to Germany, it is high time to consider what
parts of the US based theoretical discourse is applicable beyond the borders of the US political
sphere. It would be a mistake to treat the US experience with PMT as a point each country will
unavoidably  pass  in  its  teleological  development  of  PMT-driven  political  communication.
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Instead, future research should carefully assess which of the opportunities and threats are the
product  of  the  particular,  and  rather  exceptional  US  political,  social,  economic,  cultural
conditions, and what are the barriers in front of the global transfer of PMT practices, positive or
negative effects, actors, knowledge, etc.

MOVING BEYOND THE STATE OF PLAY: THE NEXT
GENERATION OF POLITICAL MICRO-TARGETING
RESEARCH
Research on PMT is burgeoning. Put bluntly, PMT research suffers from an overdose of US
perspectives,  an  underdose  of  European,  South American,  Asian perspectives,  a  too  heavy
reliance on interview data, and too much of mono-theoretical paradigms.

As outlined above there are good reasons why the US perspective is so dominant: many industry
based developments are spearheaded in the US, the US electoral advertising industry is large
and advanced,  and  the  US has  databases  such  as  voter  registration  files  which  are  game
changers in terms of PMT. However, these very characteristics also make it problematic that so
much of our knowledge is based in this single case. Most other western democracies (to allow for
some comparative benchmark) have much smaller political advertising industries (limited by
generally more modest campaign budgets), different political, electoral and media systems, and
less accessible voter databases. This means that non-US studies, in particular comparative ones,
are needed as the field moves forward so as to avoid basing our collective knowledge on a case
which is exceptional (and thus abnormal) on many parameters.

Extant PMT research also suffers from heavy reliance on one type of studies. Whereas other
areas of political communication research undoubtedly suffer from a strong reliance on content
analyses, survey data or experimentation, the study of campaign techniques and the use of PMT
relies too heavily on interview data. Such data are very informative and useful but typically
reveal less information about the distribution of PMT, its usage, or let alone its effects. This is
important since much of the public debate centers on assumptions about usage and effects. The
prevalence of qualitative approaches is especially limiting because PMT could easily lend itself
to big data based quantitative research methods. Having access to such datasets is an issue, and
researchers should advocate transparency rules that enable such research (Bodo et al., 2017),
but as a number of studies have proven, such quantitative approaches are not just feasible, but
also shed light to phenomena invisible to qualitative methods (Puschmann, 2017).

Current  PMT  research  also  suffers  from  mono-theoretical  blindness.  Oftentimes  the
understanding and investigation of PMT provides only an overview of regulations, or focuses
only on campaign practices or big data analytics. Too rarely are studies integrated such that
different theoretical concepts, disciplines, and designs converge around answering PMT-related
questions.

IN THIS ISSUE
This  collection  of  papers  comes  out  of  the  Personalised  Communication  project4  -  an
interdisciplinary project currently underway at the University of Amsterdam. It is the result of
an international call for proposals, and subsequent international symposium held in Amsterdam
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on 22 September 2017. The symposium had the explicit aim of bringing researchers together
from different disciplines and different political and media systems, all with an interest in PMT.

As we outlined above, we consider research PMT of eminent importance. On the one hand
global players, such as digital platforms, agencies, consultants developed PMT based products
and services in the US market, which they are now offering across the globe. On the other hand,
there are more and more willing buyers among local politicians and parties, who are glad to test
if PMT is able to deliver at least a fraction of its promised results. As the use of PMTs is slowly
becoming the new normal in political communication, it is also pertinent that we, as scholars
develop and refine the appropriate theories, research methods, and frames in which we can
study PMT across different territories, jurisdictions, media and political systems, and compare
our findings, before making bold claims about the effects and normative implications of PMT.

This special issue does not alleviate all of these potential concerns about PMT, and the research
environment around PMT driven practices. Nevertheless, this selection of studies does offer
bigger diversity of cases and foci. Most empirical papers are cognizant about regulatory and
normative implications and vice versa. And while the prominence of interview based findings is
not combatted in this issue either, papers rely on a wide variety of data.

The  special  issue  includes  four  peer  reviewed  articles.  They  touch  on  broader  industry
regulations,  and  offer  case  studies  and  insights  from  diverse  jurisdictions  such  as  Brazil,
Germany and the Netherlands. At the end of the special issue we include an abbreviated version
of a speech delivered by MEP Sophie in ‘t Veld to Data & Democracy, a conference on political
micro-targeting held in Amsterdam in May 2017, as well as a reflection by renowned political
communication scholar and expert on political micro-targeting, Daniel Kreiss.

Jeff Chester and Kathryn Montgomery provide a much needed in depth insight into the current
state of the industry that services political micro-targeting efforts in the US. Even if in a few
years none of the firms mentioned in this article would remain, we believe we need a thorough
overview of the state of play, the stakeholders and their claims, as they stood in late 2017, after
the double, and rather unexpected shock of the surprise election of Donald Trump (in 2016!)
and the vote for UK's exit of the European Union (June 2016!).

Mauricio  Moura  and Melissa  Michelson’s  empirical  study  on  the  effectiveness  of  different
mobilisation efforts in Brazil serves as a useful reminder of why and how we should not take
whatever we learn from the US experiences for granted. Due to its unregulated nature Whatsapp
played a central role in the general elections in Brazil. Moura and Michelson’s study suggests
that it has a strong impact when it comes to its ability to mobilise voters. Their study also
reminds us that digital intermediaries can be used as a mass media as much as a personalised
media.

Tom Dobber, Damian Trilling, Natali Helberger and Claes de Vreese’s account on the use of
PMT techniques during the 2017 Dutch general elections highlights the fundamental differences
between  how  PMT  is  regarded  and  used  in  the  US  and  another,  technologically  and
economically highly developed, but European country. To explain the strikingly lower appeal of
PMT in the Netherlands, Dobber et al. make the first steps to outline the theoretical framework
in which all factors that might affect local PMT applicability can be situated and assessed against
each other.

Simon Kruchinski and André Haller look at use of PMT in the canvassing efforts of German
parties  during  the  2016  state  parliament  elections  in  Rhineland-Palatinate.  The  authors
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introduce a framework of macro-, meso-, and micro level constraints that define the use, and
usefulness of various PMT techniques in different countries. Using in-depth interviews they
then identify the limited German parties’ use of PMT. They suggest that besides system-level,
contextual factors such as budgetary restraints, and strict legal rules on data protection and
privacy,  the  meso-,  and  micro  level  factors,  such  as  the  party  structures  and  campaign
knowledge, are also have a strong impact on the usefulness of micro-targeting.

At last, we invited two contributions from two leading voices on political micro-targeting. Daniel
Kreiss is the leading scholar on the use PMT in the US political system. Sophie in 't Veld is a
Dutch politician, Member of the European Parliament for Democrats 66, a Dutch liberal party.
Their  respective  texts  have  the  common  concern  for  the  future  of  democracy,  in  an  era
dominated  by  unchecked  commercial  influence  over  the  political  communication  process,
foreign meddling,  and unaccountable,  intransparent  digital  middlemen.  But  the differences
between their perspectives, and analysis is as important as their shared anxieties, as they reflect
the particular social, economic, political conditions in which these texts were born.

Kreiss sees PMT as a technology that reflects, reinforces and amplifies the partisan conflicts at
the heart of US politics, the political agonism, the clash of competing social groups, interests,
and values in the binary US political sphere. For him, the loss of the theoretical ideal of a
rational debate between well informed citizens due to PMT is not much relevant in the context
of the ideological war between the two opposing US parties. In t’ Veld, on the other hand, comes
from the Netherlands, where 13 different parties make up the national parliament, another
dozen are present in local legislatures, and works in the European Parliament where seven
different party groups exist. For her, the deliberative aspects of democracy, and the negative
effects PMT might have on those, are in the forefront.

The two closing opinions and the five peer reviewed studies are all based on a shared concern for
democracy. Their differences in methods, topics, coverage and angle highlight the diversity of
not just the issues at hand, but the much needed diversity of voices, this PMT research needs, if
we are to understand the role of political micro-targeting in our democracies.
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FOOTNOTES

1. Symposium on Political micro-targeting held in Amsterdam on 22 September 2017.

2. Stichting Reclame Code, Reclamecode Social Media (RSM)
https://www.reclamecode.nl/nrc/pagina.asp?paginaID=289%20&deel=2

3. https://www.dataprotection.ie/docimages/documents/DPCanvasGuide.pdf

4. For more information on the research project, please visit
www.personalised-communication.net
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